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Abstract of the contribution: 
This contribution proposes to add a test case related to the requirement 5.2.4.1.1.3 of TS 33.117.

Introduction 
This contribution proposes to add a test case related to the requirement 5.2.4.1.1.3 of  TS 33.117.
Note that the Requirements Reference in the test case template used in TR 33.806 is no longer needed here since in TS 33.117 the test case immediately follows the requirement.
Proposed pCR 

[bookmark: _Toc411029470][bookmark: _Toc411028263][bookmark: _Toc404714156][bookmark: _Toc404333848][bookmark: _Toc404333603][bookmark: _Toc404965937][bookmark: _Toc404714075][bookmark: _Toc404333767][bookmark: _Toc404333522][bookmark: _Toc397964290]***	BEGIN OF CHANGES ***
[bookmark: _Toc425429322][bookmark: _Toc425429440]5.2.4.1.1.3	Handling of IP options and extensions
Requirement Name: IP packets with unnecessary options or extension headers shall not be processed.
Requirement Reference: TBA 
Requirement Description: 
IP packets with unnecessary options (IPv4) or extension headers (IPv6) shall not be processed. IP options and extension headers (e.g., source routing) are only required in exceptional cases. So, all packets with enabled IP options or extension headers shall be filtered.
Threat References: TBA
Security Objective References: TBA
[bookmark: _Toc423614557]Test case: TBA
The test for this requirement can be carried out using a suitable tool or manually by performing the steps described below. If a tool is used then the tester needs to provide evidence, e.g. by referring to the documentation of the tool, that the tool actually provides functionality equivalent to the steps described below. 
Test Name: TC_HANDLING-IP-OPTIONS-AND-EXTENSIONS
[bookmark: wp1054157]Purpose: To verify that the network product provides functionality to filter out IP packets with unnecessary options or extension headers.
Procedure and execution steps:
Pre-Conditions:
· The manufacturer declares in the documentation accompanying the network product at least the following information: 
· The support of filtering capability for IP packets with unnecessary options or extensions headers.
· The actions performed by the network product when an IP packet with unnecessary options or extensions headers is received (e.g. the packet is dropped,  the options or extensions are ignored and the packet is treated as if it has no IP options, etc.) .
· Guidelines on how to enable and configure this filtering capability.
· The network product has at least one physical interface named if1 supporting both IPv4 and IPv6.
· A network traffic analyser on the network product (e.g. TCPDUMP) or an external traffic analyser directly connected to the network product is available .
· The tester has administrative privileges.
· A tester machine is available with a tool able to send IPv4 packets with the IP Options and IPv6 packets with Extension Header set (e.g. Scapy).

Execution Steps

1. The tester logs in the network product.
2. [bookmark: GUID-FF673799-175B-41BB-8309-2ACF7528D1B]The tester configures on the network product a filtering rule to drop all IP packets containing an IP Option set
a. [bookmark: _GoBack]The tester establishes an O&M session on if1 interface
b. Using the tool (e.g. Scapy) the tester sends from the tester machine an IPv4 TCP SYN packet with  destination port  22 to if1 interface without setting any IP Options
c. Using the network traffic analyser, the tester verifies that the IP packet is received by the network product and the tester verifies that the corresponding ACK message is sent back.
d. Using the tool (e.g. Scapy ) the tester sends an IPv4 TCP SYN packet with  destination port  22 and an IP Option set to the if1 interface 
e. Using the network traffic analyser, the tester verifies that the IP packet is received by the network product but no ACK message is sent back. This confirm the packet is dropped as expected from the filtering rule.
3. The tester configures on the network product a filtering rule to drop all incoming packets based on specific Extension Header Types, e.g. packets with the Routing Header extension 
a. Using the tool (e.g. Scapy) the tester sends from the tester machine an IPv6 TCP SYN packet with  destination port  22 to if1 interface without setting any extension header
b. Using the network traffic analyser, the tester verifies that the IP packet is received by the network product and the tester verifies that the corresponding ACK message is sent back.
c. Using the tool (e.g. Scapy ) the tester sends an IPv6 TCP SYN packet with  destination port  22 and an extension header set to the if1 interface 
d. Using the network traffic analyser, the tester verifies that the IP packet is received by the network product but no ACK message is sent back. This confirm the packet is dropped as expected from the filtering rule.

Expected Results:
The network product discards IPv4 packets with unnecessary options or IPv6 packets with extension header.
Expected format of evidence:
A testing report provided by the testing agency which will consist of the following information:
· Used tools and their configurations
· Settings and configurations used
· Pcap trace
· Screenshot
· Test result (Passed or not)
***	END OF CHANGES	***
