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Abstract of the contribution: this contribution gives the service authorisation of the MCPTT user.
1 Analysis
1.1 Requirement of MCPTT authorization

For MCPTT, after the UE authentication and User authentication are finished successfully, a MCPTT user would request for some types of MCPTT services from the MCPTT server through the MCPTT client. However, different MCPTT users have different authorizations, as they may subscribe only a certain types of MCPTT services. An attacker may acquire a MCPTT service that is not in its MCPTT subscription, so the MCPTT server shall make service authorization of the MCPTT user.
1.2 Execution of MCPTT authorization
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Reference to above figure, the MCPTT user database is used to provide a database containing details of all user configuration information which is determined by the MCPTT service provider. The user configuration information contains the MCPTT service authorization data. When the MCPTT server receives a service request from a user, with the help of MCPTT user database through MCPTT-2 interface, it shall check whether the MCPTT user is authorized to use this certain type of MCPTT service. 
2 Proposals
It is proposed to include this pCR into the TR33.879.

***************************************Start of first change*****************************************
 7.1.4 Service authorisation of the MCPTT user
For MCPTT, after the UE authentication and User authentication are finished successfully, a MCPTT user would request for some types of MCPTT services from the MCPTT server through the MCPTT client. However, different MCPTT users have different authorizations, as they may subscribe only a certain types of MCPTT services. An attacker may acquire a MCPTT service that is not in its MCPTT subscription, so the MCPTT server shall make service authorization of the MCPTT user.
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Figure 7.1.5 signalling palne for service authorization

Reference to figure 7.1.5, the MCPTT user database is used to provide a database containing details of all user configuration information which is determined by the MCPTT service providers. The user configuration information contains the MCPTT service authorization data. When the MCPTT server receives a service request from a user, with the help of MCPTT user database through MCPTT-2 interface, it shall check whether the MCPTT user is authorized to use this certain type of MCPTT service.
**************************************End of first change*******************************************
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