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Abstract of the contribution: Text adjustments for resolving ed.note.
Discussion
Section 5 includes a list of assets. It is proposed to delete the editor’s note.

Some of the assets will be only addressed in future releases, but are important to list here for the continuation of the feasibility study in accordance to any progress made in SA2. Thus, it is proposed to adjust the text to make it sound with the rest of the study. 
***** START OF CHANGE
5
List of assets


This section lists assets within an Isolated E-UTRAN. Identification of these assets helps to define the extent of the Isolated E-UTRAN study in this and future releases.
The following are assets within an Isolated E-UTRAN:

-
User and any Isolated E-UTRAN Key material. This includes all possible key material used for authentication, encryption and integrity protection of communications within an Isolated E-UTRAN.

-
User identity. Used to identify the user in the Isolated E-UTRAN. This may be a permanent or a temporary identity.

-
Network identity (for example MME identity). Used to identify the Isolated E-UTRAN. This may be a permanent or a temporary identity.

-
Services supported within the IOPS network. Applications that support local services within the Isolated E-UTRAN.

-
Bearer-level traffic. User to network traffic within the Isolated E-UTRAN. In particular, any traffic that is carried by the PDCP layer.

 -
Radio Parameters. These parameters are FFS.

-
Backhaul links and eNBs and existing network elements.

-
Security infrastructure (for example HSS and AuC).

-
Network access.

-
The quality of service parameters for current users at the point of initiating Isolated E-UTRAN operation.
***** END OF CHANGE
