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Abstract of the contribution: This solution addresses key issues#5 listed in TR33.897 on inter node interface security. The solution proposed is to use NDS specification TS33.310 to secure all exposed interfaces.
1 Introduction
This pCR adds a Security solution for key issue#5 on internode interface security using NDS/IP TS 33.310.
**************************************** start of change ******************************************

7.x Proposed Solution #x: IOPS inter-node interface security.

The solution addresses key issues#5.

While forming an IOPS network, it is possible that the network may contain more than one eNB or Nomadic eNB and a Local EPC. In such case, each node needs to authenticate every other node it interworks with, to form a secured network. Inter network node authentication procedures specified in NDS TS 33.310 are used to secure the network elements in IOPS network.

When there are multiple nodes in an IOPS network, if there are any exposed interfaces between the network nodes, they are secured using procedures specified in NDS TS 33.310
************************* End of Change *******************************************************

