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ITU-T Study Group 17, Security, in its Question 6/17, Security aspects of ubiquitous telecommunication services, thanks the GSMA Security Group for your cooperation.
We are pleased to inform you that some progress has been made on the Recommendation ITU-T X.msec-9, Functional security requirements and architecture for mobile phone anti-theft measures at our April 2015 SG17 meeting. The current scope of this Recommendation is as follows:
This Recommendation addresses the functional security requirements and architecture for the smartphone anti-theft measure (aka, a kill switch), which allows customers to remotely disable stolen or lost smartphone devices.
It is anticipated that functional security requirements and functional architecture identified in this Recommendation can be applicable to smartphones which are able to provide anti-theft measures reflecting views from smartphones customers, smartphone manufactures and mobile service operators.
This Recommendation will focus on the functional requirements, functional architecture, and mechanisms. It will not develop the general requirements for Smartphone anti-theft developed by GSMA.
Please note that this Recommendation will use your general security requirements which are described in SG.24 - Anti-Theft Device Feature Requirements.
We appreciate if you could provide us with any of your other relevant documents, to cooperate with us in a collaborative manner, and to avoid any duplicated work with you.
It is planned that the gap analysis will be carried out based on the documents you provide us for our July 2015 Question 6/17 interim meeting. The result of this gap analysis will be reflected into the next version of this draft Recommendation, if necessary.
We appreciate your collaboration on this matter.
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