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Introduction
As announced in the previous communication from GSMA PSMC (PSMC 131 Doc 201, SP-150139) on a new VoLTE roaming architecture option called "S8 Home Routed (S8HR)", Networks Group (NG) would like to provide more details on the areas that may require further technical investigation.
S8HR concept
S8HR is the architecture for voice roaming whereby the PGW, PCRF, P-CSCF, ATCF and ATGW are located in the HPLMN also when the UE is roaming in a VPLMN. In the S8HR architecture the IMS APN is resolved to the PGW in the HPLMN and in addition QoS level roaming support is required (i.e., service specific QoS other than the default QoS are supported on the home-routed PDN connection when roaming). GSMA prefers that impacts on UE procedures are minimal. 


GSMA NG current findings
NG has studied the functionality that are required to support roaming users and have identified these areas as needing further analysis and possibly enhancements. 
1) Regulatory requirements
It is the expectation of GSMA that the S8HR roaming architecture will meet all the current regulatory requirements applicable to voice roaming, specifically:
· Emergency calls (authenticated / unauthenticated) shall be supported as in circuit switched voice today. Whether unauthenticated emergency calls are supported is subject to the local regulation of VPLMN. An initial NG analysis is provided below
· According to the current 3GPP specifications, GSMA understands that, if the VPLMN advertises support of IMS emergency calls, the UE attempts an authenticated emergency call. Also, GSMA understands that the support of an IMS NNI supporting IMS emergency registration between VPLMN and HPLMN is required to provide Emergency Registration for the UE. 
· If an IMS NNI supporting IMS emergency registration is not deployed between VPLMN and HPLMN, the UE cannot be registered for IMS Emergency Calls. If an IMS emergency registration fails, the UE could attempt an anonymous emergency call. According to current specifications, it is unclear if an UE would attempt an emergency call in CS domain instead (see Section 4.1 and Annex H of TS 23.167), subject to the availability of a CS domain in the VPLMN. Further, according to Section 6.2.1 of TS 23.167, a P-CSCF rejects emergency registration "if the IM CN subsystem that the P CSCF belongs to cannot support emergency sessions for the UE". This solution is only applicable subject to local regulation of VPLMN.
· A non UE detectable IMS Emergency call is carried over the IMS APN, back to the HPLMN. The standardized procedure in TS 23.167 would need to be extended to allow configuration of local emergency numbers on P-CSCF per MCC.
· Lawful interception shall be supported. While it is GSMA's opinion that the lawful interception in the HPLMN will not be impacted by the roaming architecture, when interception is required in the VPLMN for inbound roamers, 3GPP is kindly required to define a solution that fulfil regulatory requirements as required in circuit switched voice. It is assumed that VPLMN and HPLMN can agree in their bilateral roaming agreement to disable confidentiality protection to support inbound roamer LI.
· Data retention related to communication services for inbound roamers shall be supported in VPLMN. 

2) Voice call continuity
GSMA would like 3GPP to study how single radio voice call continuity can be realized when using the S8HR architecture. It shall be possible to support the basic SRVCC without an IMS NNI being deployed. It is acceptable to GSMA that a/b/midcall SRVCC require the existence of an IMS NNI. 
3) Coexistence of LBO (RAVEL) and S8HR roaming architectures
GSMA foresees the case where, if S8HR is considered viable, an operator may need to support both LBO and S8HR VoLTE roaming architecture options for roaming with different operators, on the basis of bilateral agreement and depending on the capability. GSMA does not consider realistic the case where LBO and S8HR VoLTE roaming architecture options are used at the same time between the same VPLMN and HPLMN, however it is the belief of GSMA that further study into the coexistence of the two architectures is necessary. For example, in the case of LBO, GSMA has agreed that the HPLMN must set the "VPLMN Address Allowed" flag for the IMS "well known" APN only if a roaming agreement for IMS voice is in place between the HPLMN and that VPLMN and if the user is subscribed to an IMS service that requires it. The VPAA flag is also used to infer the value of the "PS voice supported indicator" to be sent the UE. However, for S8HR VoLTE roaming the "VPLMN Address Allowed" parameter must not be set.
4) Provisioning of information about the VPLMN identity during SIP registration.
During the registration, the S-CSCF and TAS need to be made aware about the VPLMN identity e.g. for charging purposes and to enable the TAS to subsequently perform communication barring supplementary services. This information could be retrieved by the P-CSCF via enhanced PCC Netloc procedures and send to the TAS in the SIP signalling, or it could be retrieved from the HSS.
5) Handling of geo-local number
To support the scenario where the user calls a geo-local number (e.g. short code, or premium numbers), the IMS entities in HPLMN must support the handling of numbers in non-international format to route the call, as specified in 3GPP TS23.228. 
In case where the VPLMN has a special geo-local numbering plan and routing principles depending on location, the HPLMN must be provisioned with location dependent numbering plan from the VPLMN(s). 3GPP is kindly asked whether there is a solution on how to identify the UE's location in VPLMN for HPLMN and what information has to be exchanged to allow HPLMN to do the number resolution.
ACTION (to 3GPP SA2):
GSMA NG would like to request 3GPP SA WG2 to review the items listed above, with the exception of lawful interception, and provide an analysis of the efforts that are expected to be needed to fulfil such requirements especially in terms of expected timeframe.
GSMA NG would also like to learn if there are other architecture impacts that are not covered in this liaison statement.
ACTION (to 3GPP SA3, SA3-LI):
GSMA NG would like to kindly request 3GPP SA3 and SA3-LI to review the possibility to perform Lawful Interception in the VPLMN when S8HR architecture is used. . 
GSMA NG would also like to learn if there are other security impacts that are not covered in this liaison statement.
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