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Abstract of the contribution: This contribution proposes a solution for group member discovery.
Discussion 
Group Member discovery (public safety use) shares many of the security requirements for restricted and open discovery. It is also possible that there will be group members that only want to take part in discovery but not communications. For these reasons, it seems that a solution based on the commercial discovery solution might be the appropriate. 
In particular, the proposal is to protect the discovery messages using the solution described in S3-151390 using the flows given in S3-151391 to get the relevant security parameters to the UE.
Conclusion 

Based on the above discussion it is proposed that SA3 agree the below pCR for inclusion in TR 33.833.

Proposed pCR

*** FIRST CHANGE ***

8.4.X
Solution #8.4.X: Public Safety Group Member Discovery using commercial discovery security

8.4.X.1
Solution overview

Group Member discovery shares many of the security requirements for restricted and open discovery. It is also possible that there will be group members that only want to take part in discovery but not communications.

For these reasons, a solution based on the commercial discovery solution might be the appropriate.
8.4.X.2
 Solution procedures

The discovery messages are protected as described in clause XXXX
. The security parameters to provide the protection are obtained by the UEs using the flows in clause YYYY
. 

*** END OF CHANGES ***

�Proposed solution in S3-151390


�Proposed solution in S3-151391





