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Abstract of the contribution: this contribution describes the general security requirments for MCPTT and then references it to SA1’s MCPTT TS22.179.
1. Introduction 
SA1, SA2, and SA6 have start off their work on “Mission Critical Push To Talk”, and SA3 also set up the WID of MCPTT in last SA3#77 meeting, based on the requirements specified by SA1, this text describes the general security requirments for MCPTT and reference it to SA1’s MCPTT TS22.179. 
2. Analysis 
2.1 General

The Push To Talk service provides a method by which two or more users may engage in communication. MCPTT Service builds on the existing 3GPP transport communication mechanisms provided by the EPS architecture to establish, maintain, and terminate the actual communication path(s) among the users.
MCPTT can make use of capabilities included in Group Communications System Enablers for LTE (GCSE_LTE) and Proximity Services (ProSe), with additional requirements specific to the MCPTT Service. The MCPTT Service can be used for public safety applications and also for general commercial applications.
2.2 Security requirments
 In SA1’s MCPTT TS22.179, it specifies the  security requirments that shall be provided , including the common security requirments in section 5.13, on-network specific security requirement in section 6.13, and off-network specific security requirements in section 7.10. 
All these security requirments are general security requirments other than architecture specific security requirments. Although SA6 has proposed several architectures for MCPTT, but there is no conclusion yet and the discussion may still continue for several meetings, so here it propose s to reference the general security requirments for MCPTT to SA1’s MCPTT TS22.179. And the architecture specific security requirments should be discussed further after SA6 has selected the MCPTT architecture.
2. Proposal 

It is kindly asked to add following PCR into the TR33.xxx.
**********************************Start of the First Change**************************************
2
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**********************************End of the First Change***************************************

*********************************Start of the Second Change*************************************
4.1
Introduction
The Push To Talk service provides a method by which two or more users may engage in communication. MCPTT Service builds on the existing 3GPP transport communication mechanisms provided by the EPS architecture to establish, maintain, and terminate the actual communication path(s) among the users.
MCPTT can make use of capabilities included in Group Communications System Enablers for LTE (GCSE_LTE) and Proximity Services (ProSe), with additional requirements specific to the MCPTT Service. The MCPTT Service can be used for public safety applications and also for general commercial applications.

*********************************End of the Second Change*************************************
**********************************Start of the Third Change*************************************
6
Security Analysis of MCPTT
Editor’s note: This clause will contain the key issues that need to be addressed by SA3. Specifically it will identify the threats to the assets in the system and identify the security requirements to ensure those assets are protected from the identified threats. 
The service requirment for MCPTT can be found in SA1’s TS 22.179.
Editor’s note: the architecture specific security requirments is for further study after MCPTT architecture is specified. 
***********************************End of the Third Change*************************************
