3GPP TSG SA WG3 (Security) Meeting #78
S3-151001
26 – 30 January, 2015, Sorrento, Italy
Source:
Chairman of 3GPP TSG SA WG3

Title:
Report from TSG SA #66
Document for:
Information

Agenda Item:
4
Meeting Reports
1. Introduction
This document contains information about the TSG SA#66 outcome on SA3 submissions, and information on SA discussions and issues relevant for SA3 work.

The SA#66 documents can be found at: 
http://www.3gpp.org/ftp/tsg_sa/TSG_SA/TSGS_66/Docs/
The draft SA#66 meeting report can be found at:
http://www.3gpp.org/ftp/tsg_sa/TSG_SA/TSGS_66/Report/
The SA3 status report to SA #66 (SP-140812) is attached. 

2. SA #66 Outcome of SA3 and SA3-LI Submissions

All SA3 and SA3-LI CRs as well as WIDs were approved.
Mission Critical Push To Talk (MCPTT) WID was merged with SA2 WID, see SP-140879. SA6 is given the opportunity to review the WID and propose changes.

SCAS WID (SP-140814) was approved after revision (as SP-140876) with the TR numbers as given below:
· TR 35.934
Report on the design and evaluation of the Tuak algorithm set

· TR 35.935
Security assessment of the Tuak algorithm set

· TR 35.936
Performance evaluation of the Tuak algorithm set
SP-140818 on TR regarding “Security assessment” was approved after corrections in SP-140877.
MCC will take care of all required changes to the 3 TRs of SCAS and will align the TR titles as given below:
· 3GPP TR 35.934: "Specification of the TUAK algorithm set: A second example algorithm set for the 3GPP authentication and key generation functions f1, f1*, f2, f3, f4, f5 and f5*; Document 4: Report on the design and evaluation".

· 3GPP TR 35.935: "Specification of the TUAK algorithm set: A second example algorithm set for the 3GPP authentication and key generation functions f1, f1*, f2, f3, f4, f5 and f5*; Document 5: Performance evaluation".

· 3GPP TR 35.936: "Specification of the TUAK algorithm set: A second example algorithm set for the 3GPP authentication and key generation functions f1, f1*, f2, f3, f4, f5 and f5*; Document 6: Security assessment".
3. Next Generation Activity
SA1 report (SP-140746) discussed next generation activity named as New Services and Market Technology Enablers or SMarTer. Scope for SMarTer is expected to be discussed during the February SA1 meeting thus it is expected that the WID will be sent to March 2015 SA meeting. Any other proposals for Rel. 14 will continue as usual.

Timeline and scope for SMarTer will be discussed with RAN during the joint SA – RAN meeting in March plenary. It is expected that ITU-R schedule will be available by March plenary.
4. SA2 and Prioritization

Proposals in SP-140765 were endorsed as working method regarding study item and work items:
1) It is reconfirmed that WGs should handle feasibility study aspects (TR phase exploring/developing solutions) under the umbrella of Study Item as per TR 21.900[1].

2) For the purposes of prioritization of work in a release we should not assume that Study Items are of a lesser importance or lower priority than Work Items.

SA2 activity prioritization (SP-140870) took place with agreements given below. 

High priority items, i.e. critical features that enable Public Safety:

· ProSe Enhancements (eProSe)
· Mission Critical Push to Talk (MCPTT)
· SA1 is requested to prioritize within MCPTT and provide these priorities to SA2 and to SA6
· Isolated E_UTRAN Operations (IOPS)
· MBMS Enhancements (MBMS_enh)
Items put on hold, i.e. items are de-prioritized and shall be put on hold until further notice from SA:
· Enhanced CSFB: As SA3 is dependent on SA2 output, the decision is also valid for SA3 activity
· Transcoder free SRVCC (SETA)
· Service Domain Centralization (SEDOC)
· The approval of the new WID is postponed
· Coordinated SIPTO (CSIPTO)
· The approval of the new Study WID is postponed
5. SA6

SA6 terms of reference (ToR) was approved in SP-140645. LS with the ToR is sent to various groups in SP-140884. 
A joint meeting with SA6 is expected in 2015. Proposed meeting schedule of SA6 is available in SP-140659.
6. Approved WIDs with Security Aspects
SP-140880 new SID on MBMS Enhancements <MBMS_enh>. The document says that security aspects will be undertaken by SA3 with support from SA2.
SP-140714 New Study Item for Isolated E-UTRAN Operation for Public Safety <FS_IOPS_St2>.
RP-142311 Work Item Proposal for Enhanced LTE Device to Device Proximity Services. Security aspects mentions “National/regional requirements (e.g. lawful intercept) shall be considered”.
7. Release Planning and Other Aspects
SA1 internal Stage 1 Rel. 14 freeze date is March 2016; this might be re-visited in future meetings.
NFV and SA5 leadership meeting was held on 19 Nov, see SP-140783. Workshop is planned in Prague 24-25 Feb. involving ETSI ISG NFV, SA5, TMF and OPNFV.

Once again there was discussion regarding maintenance of I-WLAN specifications, i.e. remove the specs or not. Next SA companies are invited to bring input on their opinion. SA was informed that SA3 will work as given in the note added to the scope of TS 33.234.
Status of IoT activity in GERAN is available in GERAN report SP-140715.

LS was received from ETSI ISG on Mobile Edge Computing (MEC), see SP-140850, which was responded in SP-140868.
SP-140849 MCC report: portal.3gpp.org is the 3GPP Ultimate Portal (3GU) that will be used for doc numbers etc.
