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1. Overall Description:

RAN2 further progressed Stage-3 details for the RRC signalling in Dual Connectivity. RAN2 indicated earlier in LS R2-142940 that S-KeNB refresh can be done by release and add of SCG in one RRC message. Later in RAN2 it was understood that this procedure is not actually a release and add of SCG configuration (e.g. release of DRBs), but more similar to handover procedure where bearers are kept. In Stage-2 (running CR R2-144660) this procedure is called “SCG Change” and it has the following description:
10.1.2.X.6
SCG change

“SCG change” refers to a synchronous radio configuration towards the UE. During SCG change, MAC configured for SCG is reset and RLC configured for SCG is re-established regardless of the bearer type(s) established on SCG. For SCG bearer, PDCP configured for SCG is re-established. In case of reconfiguration from split to MCG bearer, RLC configured SCG is released. During SCG change, S-KeNB key is refreshed. To perform SCG change within the SeNB, the SeNB Modification procedure as described in section 10.1.2.X.2 is used and in this case, the path switch and data forwarding for DRB on SCG may be suppressed. To perform SCG change between different SeNBs, the SeNB Change procedure as described in section 10.1.2.X.4 is used. 
In addition, it should be noted that RAN2 agreed that the SCG configuration is released in the first reconfiguration after RRC re-establishment while all DRBs are maintained and suspended when RRC re-establishment is triggered (similar to the legacy operation). 
Finally, related to SCG security algorithm negotiation and configuration, RAN2 agreed that the SeNB always provides ciphering algorithm to the UE upon SCG establishment and change i.e. no need to optimise by specifying that in case of absence the UE applies the same ciphering algorithm as for MCG/SRBs. In addition, MCG security algorithm configuration will be provided to the SeNB in a RRC Container along with the rest of the MCG RRC configuration.
2. Actions:

To SA3: RAN2 respectfully asks SA3 to take the above answers into account.
3. Date of Next TSG-RAN2 Meetings:
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