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1 Introduction 
Accompanying pCR to the present meeting (S3-142500) proposes a  solution to meet the following requirement in SA1 TS 22.101 
This contribution provides an evaluation of the proposed solution against the SA1 requirements.
It is proposed to add the pCR to TS 33.895.

2 pCR 

***
BEGIN CHANGES
***
7.Y.3
Evaluation against SA1 requirements

The following table summarizes and illustrates conformance of solutions in this Section with SA1 service requirements specified by SA1 in TS 22.101 [11] clause 26.

Table 7.Y.3-1 Summary of conformance with SA1 service requirements specified by SA1 in TS 22.101 [11] clause 
	##
	SA1 requirement
	Solution in 7.Y.2 3rd party identity mapping
	Comments

	1
	UE shall support 3GPP SSO Authentication, without user intervention, based on Operator-controlled credentials
	YES. Since it is based on GBA/AKA credentials


	Requirement #1 is supported.

	2
	UE may support a request for SSO Local User Authentication from a Data Application Provider
	No.
	Requirement #2 is not supported. Conditionally yes if this combined with User consent solution.

	3
	UE may support a request for SSO Local User Authentication from an Identity Provider 
	No. 
	Requirement #3 is not supported.  Conditionally yes if this combined with User consent solution.

	4
	UE may support a request for SSO Local User Authentication…to confirm the presence of the registered user of the data application
	No.
	Requirement #4 is not supported. Conditionally yes if this combined with User consent solution.

	5
	The 3GPP SSO Service shall be able to interwork with Identity Management (IdM) specifications (e.g., OpenID [51])
	Yes. Maybe needs to be better reflected in call flows.
	Requirement #5 supported.

	6
	The 3GPP SSO Service shall support 3GPP SSO Authentication based on Operator-controlled credentials and policies
	Yes. Since it is based on GBA/AKA.
	Requirement #6 is supported.

	7
	The 3GPP SSO Service may support negotiation and use of an agreed authentication method between the UE and the 3GPP SSO Identity Provider
	Partially. 
	Requirement #7 is partially supported.

Use of GBA is agnostic to the Ua protocol used for authentication.

	8
	The 3GPP SSO Service may support mechanisms to ensure the presence of the registered user of the data application

	No.
	Requirement #8 is not supported. 
Conditionally yes if this combined with User consent solution

	9
	The 3GPP SSO Service may support mechanisms to…. Satisfy policies of the Data Application Provider
	Yes, only if the local PI authentication is the DAP policy
	Requirement #9 is partially supported.

	10
	3GPP SSO Service shall be transparent from a user perspective when the user accesses a data application using an identity created through a 3rd Party SSO Identity Provider
	Yes. This is the main target of this solution.
	Requirement #10 is supported.

	11
	The user shall be able to configure which 3rd party SSO identities are used with the 3GPP SSO Service
	Yes. This is the main target of this solution.
	Requirement #11 is supported


***
END OF CHANGES
***
