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Abstract of the contribution: this contribution deletes the Editor’s note in section 4.1.4.3 of “MBMS based method”.
1 Introduction 
In SA2 #105 meeting, the solution of “Group message delivery using MBMS” is included in section 5.1.3 of TR23.769. So the MBMS based security for Group message delivery need to be studied and included in the key issue of “Group message protection” in TR33.889. Thus the Editor’s note in section 4.1.4.3 “this solution is not covered in the current version of SA2 TR 23.769 v0.2.0.” shall be deleted.
2 Proposal 
It is proposed to delete the Editor’s note in section 4.1.4.3 of TR33.889.
*****************************************Start of change*******************************************

4.1.4.3
Solution 3: MBMS based method

MBMS security can provide shared key for data transferring. So it can be used to protect the group message transferred from one MTC application server/MTC SCS to multiple UEs in the group when the UEs use shared secret keys for transferring. 

Otherwise, when all UEs in one group need to be authenticated together, or UE wants to communicate with MTC application server/MTC SCS/network individually, or UEs wants to send uplink data, the current MBMS security solution can't be applied.

*****************************************End of change*******************************************
