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Abstract of the contribution:
In contribution S3-142504 and S3-142473, proposals how to focus and structure TR 33.849 are discussed and a proposal for the content was given. The present contribution proposes the process how to finalize the TR in fast speed. Note, the TR Rel-12 was supposed to be approved at SA#65 plenary (June 2014). It should be understood that the proposal, laid out in this paper, does only work in close cooperation beforehand of the next meeting. The idea is to transfer the TR relevant parts into an Annex that later becomes the final TR.
Proposal for continuation of TR work 
In contribution S3-142504 and S3-142473 we discussed proposals how to focus and structure TR 33.849 and provided proposals for the content re-structuring. This would lead to a complete re-structuring of the clauses in TR 33.849.

In order to ease any re-structuring work from an editorial point of view and also to achieve high quality in a final TR, it is proposed to start an Annex to TR 33.849. The structure of the annex could follow S3-142504. A new annex has the advantage that the work on the content can be decoupled from the work on re-structuring. 

Process and guiding principles for the re-structuring
Each existing clause in the current TR that companies feel to be part of the new Annex shall be reviewed and if formally agreed in SA3 by submitting a pCR, it shall become part of the annex of the 800-er series TR. Once this exercise has been fulfilled, the Annex could become the final content of the TR without losing any history from the previous existing text. All contributions undergo the normal decision process for pCRs in SA3.
Decision

We kindly ask SA3 to agree on the process and the structure for Annex X.

**** START of Change
Annex X

X.1
Threats
Editor’s Note: This section should include a condensed version of threats currently described under key issues, removing duplications. Key issue explanations may be not needed in a final TR.
X.2
Mitigation techniques
Editor’s Note: This section can list security and privacy techniques and practices to give the writer of privacy considerations tools at hand.
X.3
Privacy identification process

Editor’s Note: This section should help to identify if a specification/study under development has any privacy concern referring to the sections above (threats and mitigation techniques).
X.4
Guidance for privacy considerations
Editor’s Note: This section should give guidance for analyzing and documenting privacy considerations based on the sections above.
**** END of Change
