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Abstract of the contribution: The contribution proposes to discuss the considerations on privacy requirements category.
1 Introduction 
This contribution proposes the considerations on privacy requirements category. In last meeting, Ericsson delivered a contribution S3-142145 to introduce the ongoing work in NIST, due to the email discussion about the SPI, this contribution is noted as for information. Inspired from the introduction of S3-142145, in this paper, we would like to propose the discussion about the privacy requirements category.
The privacy has very close relationship with “security”. In the one hand, the privacy protection cannot without traditional security technologies as foundations, and in the other hand, the privacy protection is not the same with traditional security because it has its own specific requirements.
2 Proposals
In this part, it proposed the considerations of categorized privacy requirements for the further SPI study. It may need to consider about follows.
(1) General security requirements
It will abstract the general security requirements for privacy, such as secure storage, access control for the privacy related information etc.
(2) Specific privacy requirements
It will list the specific privacy requirements, such as explicit user consent etc.
It is suggested that the proposals are discussed by SA3 and decide whether the proposals are accepted or not. It will help to speed up this study item and guide to provide pCRs for the next meeting.
