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Abstract of the contribution: The contribution proposes to discuss the forward way of SA3’ work for enhanced CS fallback.
1 Introduction 
This contribution proposes the considerations of CS fall back optimizations evaluation from security point of view. It firstly provides an overall view of SA2’ progress and then gives the considerations of the aspects that SA3 may need to do for the security evaluation.
2 Summarize SA2’s progress
The aim of SA2’s work of enhanced CSFB is to study enhancements for CSFB in the interest of shortening the call setup time, based on the technical analysis, any needed enhancements/updates to 3GPP functions and interfaces are identified. Currently, after the SA2 #105 meeting, there are 7 solutions in TR23.772, includes:
· Solution #1: SRVCC based eCSFB Solution
· Solution #2: SRVCC based eCSFB Solution with proper CS resource allocation
· Solution #3: Enabling target cell(s) system information provision
· Solution #4: UE radio capabilities consideration during PLMN and RAT selection
· Solution #5: Optimised CSFB Procedure
· Solution #6: SRVCC based eCSFB Solution with IMS-#I
· Solution #7: CS security key derivation for CSFB

The main study for each solution’s detail description and impact analysis of existing nodes and functionality are almost done, the rest of work for TR 23.772 will focus on the overall evaluation of each solution also along with the final conclusion.
Among those solutions, solution #5 proposes to avoid or lower the frequency of security procedure, such as AKA, Identity check and TMSI reallocation. It is SA3’s responsibility to evaluate if the proposed solution are acceptable from security point of view.
3 Proposals
In this part, it proposed the considerations of optimizations evaluation from security point of viewfor solution #5 in TR 23.772, the security considerations may need to consider about follows.
Solution # X – security evaluation
(1) Section X.1 General description 
This part will describe the security issues that the solution involved. 
(2) Section X.2 CSFB to UTRAN
This part will describe the security analysis of CSFB to UTRAN. It will contain the potential threat scenarios, attacker assumptions, possible attack method, potential security issues and security requirements etc.
(3) Section X.3 CSFB to GERAN
This part will describe the security analysis of CSFB to GERAN. It will contain the potential threat scenarios, attacker assumptions, possible attack method, potential security issues and security requirements etc.

(4) Section X.5 Security impact on Network

This part will analyze the security impact of Network, such as security context deduce/store in Network side, relevant security procedures etc.

(5) Section X.6 Conclusion

This part will make a conclusion of overall security analysis of this solution X. 
It is suggested that the proposals about the forward way of enhanced CS fall back are discussed on the SA3 meeting and based on the discussion, the decision of this proposal will be considered as the baseline document for the next meeting.
