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Abstract of the contribution: This proposal adds new requirements which address the risks to privacy violation which may occur if the temporary and permanent subscription identifications aren’t properly used.
************************ NEW REQUIREMENT **************************

7.X
Requirement topic 
-
Requirement Name: User location leakage/tracking over S1-MME interface
-
Requirement Reference: TBD 

-
Requirement Description: The following requirements address the risks to privacy violation which may occur if the temporary and permanent subscription identifications aren’t properly used.



RX-1: It shall be possible to monitor performance counters to ensure that the Network Operator understands the usage of temporary and permanent (IMSI) identities
-
Threat References: T7
-
Test Case:
Test case for RX-1


Editor’s note: FFS







-
Requirement Evidences: 
Expected Result for RX-1

Editor’s note: FFS






************************ END REQUIREMENT **************************

