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Abstract of the contribution:

This contribution proposes to do some changes for SPI TR expression.
1 Introduction 
In currently TR33.849 some privacy requirement description use the word “shall”, as a technology report, it needs to be converted into “should”. 
We propose to change the description “shall”/”must” into “should”.
2 pCR 

***
BEGIN FRIST CHANGE
***
5.1.3
Privacy Requirements
Handling of personal information should follow widely accepted concepts in order to comply with national and regional requirements covering these aspects of PII handlings:
***
END OF FIRST CHANGE
***
***
BEGIN SECOND CHANGE
***
5.2.3
Privacy Requirements
Req1: The UE’s permanent identities (IMSI, IMEI, MSISDN, IP, MAC) should be protected against unintended exposure. 

Req2: If UE’s permanent identities need to be used or accessed, they should be protected using Privacy Enhancing Technology such as anonymization techniques.
***
END OF SECOND CHANGE
***
***
BEGIN THIRD CHANGE
***
5.3.1
Issue Details 

One goal of this technical report is to collect privacy principles that SA3 should adhere to when designating new systems, security architectures and protocols. In recent system design, privacy issues appear to be diversified, for example, the need for user consent to collect measurements in the SON and MDT work, UE tracking in SIMTC, user privacy in Proximity Service security, etc. These privacy issues are related to system functionality. Unless the privacy measures are solved in an appropriate way, the functionality will be unnecessarily restricted. On the one hand, when 3GPP designs new systems, security architectures and protocols, the privacy mechanism should be considered. On the other hand, there should be a balance between the privacy required and the functionality provided by the system. For example, for SON and MDT to work, users' location information may need to be accessible to parts of the system (even if this implies the need for user consent).
***
END OF THIRD CHANGE
***
