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Abstract of the contribution:

This contribution proposes a requirement of supporting NAT traversal in scenario of client to client communication.
1. Discussion
In the release 12, the WIC can traversal across all kinds of NAT devices by anchoring the media on the eIMS-AGW. However, in the release13, the IMS_WebRTC will support the client to client communication, and the ICE/TURN is not specified in the release 12 due to it needs to be ffs, the WIC can’t traversal across the symmetric NAT in some scenario, for example, when both WICs are behind the NATs, and one of the NATs is a symmetric NAT device, the media sent from outside will be blocked by the symmetric NAT device. 
To solve this problem, ICE/TURN solution needs to be used, or the media anchors on the eIMS-AGW by using the re-SDP negotiation once the client find the STUN connectivity check is failed , or using the other methods, those methods need to be further analyzed and specified in the release 13.

So it is proposed that 
So it is necessary to study how the WIC traversal the all kinds of NAT devices for the client to client communication.
2. Pseudo CR
 ***
BEGIN CHANGE
***
5.1
Potential security requirements

· For client to client communication, IMS_Web shall support the media to traverse across all kinds of NAT devices.
***
END OF CHANGE
***
