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Abstract of the contribution: Editorial correction to Super CR.
1. Analysis
On Uu interface, the DRB ID is used to identify the DRB of the UE in serving cell. Howerver, it is called E-RAB ID on X2 interface. An example is in the HO procedure when new DRB in target cell should be set up, the following IE set is included in X2 HANDOVER REQUEST message sent from source eNB to target eNB as in RAN3 TS36.423.
	>>E-RABs To Be Setup Item

	>>>E-RAB ID

	>>>E-RAB Level QoS Parameters

	>>>DL Forwarding 

	>>>UL GTP Tunnel Endpoint


Though the DRB ID is mapped to the E-RAB ID one-to-one, it is still a good practice to align with RAN3 definition. 
Another editorial is that during the local authentication procedures, it may not be necessary to include all PDCP COUNT values associated with all DRBs maintained by the SeNB, for example, SeNB may request the MeNB to verify just one set of PDCP COUNT values.
1. Proposal
It is proposed to include the pCR to the super CR.
***************************************start change*********************************************
X.2.7
Periodic local authentication procedure

SeNB may need to request the MeNB to execute a counter check procedure specified in clause 7.5 of this specification to verify the value of the PDCP COUNT(s) associated with DRB(s) offloaded to the SeNB. To accomplish this, the SeNB shall communicate this request, including the expected values of PDCP COUNT(s) and associated E-RAB Id(s), to the MeNB over the X2-C.
If the MeNB receives a RRC counter check response from the UE that contains one or several PDCP COUNT values (possibly associated with both MeNB and SeNB), the MeNB may release the connection or report the difference of the PDCP COUNT values to the serving MME or O&M server for further traffic analysis for e.g. detecting the attacker.
***************************************end change*********************************************





































































































































































