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1 Introduction
This contribution analyzes the definition of many policies and gives a definition of personal data.
2 Analysis
There are already some regulations or definitions in some countries or areas for personal data. For example, Standardization Administration of China has published GB/Z 28828-2012 Information security technology-Guideline for personal information protection within    information system for public and commercial services in 2012, and in Europe, they had published  DIRECTIVE 2002/58/EC OF THE EUROPEAN PARLIAMENT AND OF THE COUNCIL and DIRECTIVE 2006/24/EC OF THE EUROPEAN PARLIAMENT AND OF THE COUNCIL in 2002 and 2006 for concerning the processing of personal data and the protection of privacy. In Germany, France, US, Japan and India, there are also definitions for it. The following table lists some of them.
	Country/area
	Definition

	China
	Personal information means any computer data processed by information system, also it is related to specific natural person, and could be used solely or combined with other information to identify a specific natural person. Personal information includes personal sensitive information and general person information.

	Europe
	Personal data means any information relating to an identified or identifiable natural person ('data subject'); an identifiable person is one who can be identified, directly or indirectly, in particular by reference to an identification number or to one or more factors specific to his physical, physiological, mental, economic, cultural or social identity.

	Germany
	Personal data shall mean any information concerning the personal or material circumstances of an identified or identifiable natural person (“data subject”).

	France
	Personal data means any information relating to a natural person who is or can be identified, directly or indirectly, by reference to an identification number or to one or more factors specific to him. In order to determine whether a person is identifiable, all the means that the data controller or any other person uses or may have access to should be taken into consideration.
Sensitive data: “personal data that reveals, directly or indirectly, the racial and ethnic origins, the political, philosophical, religious opinions or trade union affiliation of persons, or related to their health or sexual life” (Article 8 of the DPA Act).

	UK
	Personal data means data which relate to a living individual who can be identified from those data, or from those data and other information which is in the possession of, or is likely to come into the possession of, the data controller, and  includes  any  expression  of  opinion  about  the  individual  and  any indication of the intentions of the data controller or any other person in respect of the individual;

	US
	Record means any item, collection, or grouping of information about an individual that is maintained by an agency, including, but not limited to, his education, financial transactions, medical history, and criminal or employment history and that contains his name, or the identifying number, symbol, or other identifying particular assigned to the individual, such as a finger or voice print or a photograph;

	Canada
	Personal  information  means  information about an identifiable individual, but does not include the name, title or business address or telephone number of an employee of an organization.

	Australia
	Personal information means information or an opinion (including information or an opinion forming part of a database), whether true or not, and whether recorded in a material form or not, about an individual whose identity is apparent, or can reasonably be ascertained, from the information or opinion.

	New Zealand
	Personal information means information about an identifiable individual; and includes information relating to a death that is maintained by the Registrar-General pursuant to the Births, Deaths, Marriages, and Relationships Registration Act 1995, or any former Act

	Russia
	Personal data – any information pertaining to a particular or identifiable, on the basis of such information, natural individual (the personal data subject), including his surname, first name, patronymic, year, month, date and place of birth, address, marital, social, property status, education, profession, income, other information;

	Japan
	The term "personal information" as used in this Act shall mean information about a living individual which can identify the specific individual by name, date of birth or other description contained in such information (including such information as will allow easy reference to other information and will thereby enable the identification of the specific individual).

	India
	"Personal information" means any information that relates to a natural person, which, either directly or indirectly, in combination with other information available or likely to be available with a body corporate, is capable of identifying such person.


From the above, we can see that the definitions are similar to some extent. In summay, it concludes the definition of personal data:
Personal data: means any information relating to a natural person who is or can be identified, contacted or positioned , directly or indirectly, by reference to an identification number or to one or more factors specific to him; or from those data and other information which is in the possession of, includes  any  expression  of  opinion  about  the  individual  and  any indication of the individual. 
3 Proposal
It is proposed to add the following into the TR33.849.
***********************************Start the First Change****************************************
3.1
Definitions and Terminology

3.1
Definitions and Terminology

For the purposes of the present document, the terms and definitions given in TR 21.905 [x] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [x].

Definition format (Normal)

<defined term>: <definition>.

example: text used to clarify abstract rules by applying them literally.

Editor’s Note: This section should contain a definition for basic privacy related entities. Essential basic entities are at least:

· User

· Protocol Intermediary

· Communication Initiator

· Recipient

· Attacker

· Observer  (observer is an entity that observes the traffic, this can be for a legitimate purpose or illegitimate purpose)

· Eavesdropper (special case of observer, and eavesdropper is having malicious intends)

In addition, there need to define:


· Identity

· Identifiable

· Location 

· Refer to 3GPP TR 22.949[X], and also with considering the network evolving, possible roles involved in privacy analysis are listed as follows.
· -
The user:
In general it is assumed, that the user is provided with a 3GPP subscription and extended to service specific entities. 

· -
The home operator:
The PLMN operator, with whom the user has the subscription.

· -
A "visited" operator:
An operator of a PLMN, which is not the home operator. A visited operator may e.g. be the operator of a 3GPP network, in which the user currently is roaming.

· -
The service provider:
1) A service provider who is a 3GPP operator – home or visited – (e.g. location services);

· 2) A third party service provider who use operator’s network to provide service (e.g. MTC service provider) and has a cooperation with the visited or home operator.

· 3) A third party service provider who just uses the network connectivity to provide service, but has no business relationship with the operator.

· -
The operating administrator and maintenance personal:
· The person who administrates/maintains privacy information during its whole life time , person responsible for administration and/or maintenance, may be also responsible for  privacy issues like  privacy storage in network element.

Personal information: Personal information or Personal Identifiable Information (PII) is data that can be related to a user either directly or indirectly by combining one or more facts. Personal information can be gathered from user data and traffic data.
NOTE to the rapporteur: Please take this “personal information”definition implemented after S3-140830.
*********************************End of the First change****************************************

***********************************Start the Second Change*************************************

Annex X Definitions of Personal Data in different countries or areas
NOTE: The following definitions are from privacy laws, not from the telecommunication laws.
	Country/area
	Definition

	China
	Personal information means any computer data processed by information system, also it is related to specific natural person, and could be used solely or combined with other information to identify a specific natural person. Personal information includes personal sensitive information and general person information.

	Europe
	Personal data means any information relating to an identified or identifiable natural person ('data subject'); an identifiable person is one who can be identified, directly or indirectly, in particular by reference to an identification number or to one or more factors specific to his physical, physiological, mental, economic, cultural or social identity.

	Germany
	Personal data shall mean any information concerning the personal or material circumstances of an identified or identifiable natural person (“data subject”).

	France
	Personal data means any information relating to a natural person who is or can be identified, directly or indirectly, by reference to an identification number or to one or more factors specific to him. In order to determine whether a person is identifiable, all the means that the data controller or any other person uses or may have access to should be taken into consideration.
Sensitive data: “personal data that reveals, directly or indirectly, the racial and ethnic origins, the political, philosophical, religious opinions or trade union affiliation of persons, or related to their health or sexual life” (Article 8 of the DPA Act).

	UK
	Personal data means data which relate to a living individual who can be identified from those data, or from those data and other information which is in the possession of, or is likely to come into the possession of, the data controller, and  includes  any  expression  of  opinion  about  the  individual  and  any indication of the intentions of the data controller or any other person in respect of the individual;

	US
	Record means any item, collection, or grouping of information about an individual that is maintained by an agency, including, but not limited to, his education, financial transactions, medical history, and criminal or employment history and that contains his name, or the identifying number, symbol, or other identifying particular assigned to the individual, such as a finger or voice print or a photograph;

	Canada
	Personal  information  means  information about an identifiable individual, but does not include the name, title or business address or telephone number of an employee of an organization.

	Australia
	Personal information means information or an opinion (including information or an opinion forming part of a database), whether true or not, and whether recorded in a material form or not, about an individual whose identity is apparent, or can reasonably be ascertained, from the information or opinion.

	New Zealand
	Personal information means information about an identifiable individual; and includes information relating to a death that is maintained by the Registrar-General pursuant to the Births, Deaths, Marriages, and Relationships Registration Act 1995, or any former Act

	Russia
	Personal data – any information pertaining to a particular or identifiable, on the basis of such information, natural individual (the personal data subject), including his surname, first name, patronymic, year, month, date and place of birth, address, marital, social, property status, education, profession, income, other information;

	Japan
	The term "personal information" as used in this Act shall mean information about a living individual which can identify the specific individual by name, date of birth or other description contained in such information (including such information as will allow easy reference to other information and will thereby enable the identification of the specific individual).

	India
	"Personal information" means any information that relates to a natural person, which, either directly or indirectly, in combination with other information available or likely to be available with a body corporate, is capable of identifying such person.


Reference from:
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********************************End of the Second Change**************************************

