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Abstract of the contribution: This pCR proposes the conclusions and recommendations of TR 33.871 in Clause 8.
pCR 
***	BEGIN CHANGES	***
1 
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8    Conclusions and recommendations
Editor’s Note: This clause will capture agreed conclusions and recommendations.
Security solutions for the interfaces W1, W2, W4 are out of scope of Rel-12. But example solutions are provided in the present TR. 
In particular, the following security aspects are not specified in Rel-12:
· The security mechanism for the interface between WIC and eP-CSCF (only example authentication solutions have been provided).
· Whether to use OAuth in conjunction with the Trusted Node Authentication for Scenario 2 and 3 ; If OAuth is used, how to define the token format and verification procedure, how the WWSF obtains the token and how the token is made available to the WebRTC IMS Client.
· Details on message parameters of IMS AKA procedure. These will be described in 3GPP CT WG1 and CT WG4 specifications for WebRTC access to IMS. 
***	END OF CHANGES	*** 
