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1. Introduction
This contribution presents the current status of the Rel-12 MTC features and proposes possible way forward on M2M security work in Rel-13 for discussion and decision
2. Discussion
2.1 Current Status of Rel-12 MTCe Features in SA3:
2.1.1
Device Triggering
SA3 agreed on the security procedures for Tsp Interface Security and Network based solution for filtering SMS-delivered device trigger messages (clause 5.4 in TS 23.682).
2.1.3
UEPCOP
It was concluded that there is no security impact on this feature.
2.1.4
Restricting the USIM to specific UEs:
SA3 agreed on the security procedures for restricting the USIM to specific UEs (clause 8 in TS 33.187): Using USAT application paring (UE based paring).
2.1.5
Secure Connection
SA3 agreed on the security procedures for secure connection (clause 7 in TS 33.187 [40]): Using GBA, GBAPush and also other mechanisms (for example, using EAP-AKA authentication in scenarios which GBA cannot apply to).
2.1.6
Privacy Concern
There is no privacy protection solution addressed in Rel-12.

2.2 SA2 R13 status
For Rel-13, SA2 has approved three WID related to M2M work: 

· AESE(Architecture Enhancements for Service Exposure)

· GROUPE(Group Enhancements)
· MONTE(Monitoring Enhancements)
2.3 Discussion for SA3 in Rel-13
We need to align with SA2 to kick off the security aspects study on the AESE, GROUPE, and MONTE etc features study in SA3. 
3. Proposal

It is proposed to kick off the Rel-13 work align with SA2

· AESE(Architecture Enhancements for Service Exposure)

· GROUPE(Group Enhancements)

· MONTE(Monitoring Enhancements)
4. Conclusion

It is proposed to discuss the above mentioned proposed plan and to decide the way forward.

