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Abstract of the contribution: This contribution proposes to modificate the mechanism of binding the Web id and IMS id .
1 Introduction  
The annex C describes a mechanism of managing the link of Web id and IMS id, it requires the user knowing both his IMPU and IMPI, and tells WWSF to bind them with the Web id. However the IMPI is usually invisible for the ordinary users, particularly for the SIM card users since the IMPI is only used for the purpose of AAA and register, so from the perspective of user experience, it is not suitable to require users to input the IMPI when user login to the WWSF for linking Web id and IMS id.
So we propose that the WWSF need to use the IMPU to query the operator for the IMPI when binding the Web id and IMS id, without requiring the user inputing the IMPI.
2 pCR 

***
BEGIN CHANGES
***
Annex X
Linking IMS identities and web identities - Example security mechanisms
These mechanisms realising REQ x from clause 5.3 are out of scope of 3GPP. Nevertheless, examples of such mechanisms may be useful as guidance by implementors. The examples given here do not imply that they would be the only possible realisations, others are certainly permitted. But they all have in common that the IMS subscriber or IMS user as well as the WWSF and the IMS provider need to be involved. 

Example security mechanism M1:
The IMS subscriber agrees by some unspecified means to linking the two types of identities, the IMPI and the web identity, or to linking the two accounts. The subscription and user data in the IMS and at the WWSF contain a common piece of information linking the two types of identities. The IMS provider and the WWSF exchange this common piece of information for each subscriber/user during a set-up phase, and the WWSF then includes it in the authentication information (token) sent via the WIC to the eP-CSCF during IMS registration. It needs to be determined what this common piece of information could be (e.g. a string pointing to name or email address), and how it could be dynamically kept up-to-date during the lifetime of the system. 

Example security mechanism M2:
This mechanism is more detailed than mechanism M1 in that it desribes some steps to link the two types of identities. It starts from the WWSF side. It proceeds in the following steps: 

· The web user tells the WWSF to link her account with a particular IMPU
· The WWSF informs the IMS provider about this request through some out-of-band means. 
· The IMS provider derives the IMPI from the IMPU sending from WWSF, or uses the IMPU to query database for the its IMPI.
· The IMS provider asks the IMS subscriber relating to that IMPI in a sufficiently secure way (by e.g. web interface, SMS, email, letter), whether the IMS subscriber really meant to link his IMS subscription to this particular web identity. 
· The IMS subscriber sends a sufficiently secured confirmation to the IMS provider.
· The IMS provider sends a confirmation information containing the IMPI to the WWSF through the out-of-band means. 
· The WWSF stores the association between IMS identity (IMPU,IMPI)and web identity. The IMS provider need not store this association. 

· The WWSF may send a confirmation to the user. 

***
END OF CHANGES
***

