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1. Introduction
This document contains information about the TSG SA #63 outcome on SA3 submissions, and information on SA discussions and issues relevant for SA3 work.

The SA #62 documents can be found from:

http://www.3gpp.org/ftp/tsg_sa/TSG_SA/TSGS_63/Docs/
The draft SA #62 meeting report can be found from:

http://www.3gpp.org/ftp/tsg_sa/TSG_SA/TSGS_63/Report/
The SA3 status report to SA #63 [SP-140017] is attached. 

2. SA #63 Outcome on SA3 Submissions

All our CRs were approved without modifications. MTCe TR and TS were also approved.
3. SA #62 Outcome on SA3-LI Submissions

All CRs were approved without modifications.
4. SA3 Report and Status

Telecom Italia commented on SA3 report that a response from SA3-LI is expected to complete the ProSe activity.
During review of 3GPP work-plan [SP‑140046] it was commented that SA3 has not shown status of STAS and WLAN-NS activities for which exception was requested in SA#62. Following was the response:

· STAS:
SA#63 was informed that only editorial corrections of STAS TSes was to be done. 


The work is now complete and we expect Release 12 STAS to be closed in SA#64.
· WLAN-NS: SA3 chairman requested SA and MCC for advice on how to proceed. The Work Plan 


manager replied that the SA WG3 activity will be moved out of Release 12 and a new
 

WID will be needed for this for continuation of work in the Release 13 timeframe. This
　　　　　means that there will be no SA3 TR in Release 12 for WLAN-NS.
5. SA3 WIDs/SIDs Related
ProSe

SA2 TR [SP‑140116: TR 23.703] and TS [SP‑140119: TS 23.303] were approved. RAN [SP-140161] decided that relay will not be covered in Release 12. Note that SA2 does not plan to maintain the TR anymore.
GCSE

SA2 TR [SP-140117: TR 23.768] and TS [SP-140118: TR 23.468] were approved. Note that SA2 does not plan to maintain the TR anymore; any future work will be done in a new TR.
6. Major Discussions Items in SA-P

Below is a list of topics of major discussion in SA#63 related to SA3 activity:

1. Network Function Virtualization:
Several companies presented their views during the meeting. Finally it was concluded that further discussion will take place in SA#64 when high level guideline for activity in different working groups will be decided. Slide-set with agreements achieved is available in [SP‑140158].
SA5 will develop a WID to be presented in SA#64, this WID will have no impact on activities of other working groups.
2. Small Cell Enhancements:
Input from SA2, SA3 and RAN groups were presented. Release 12 work can be completed by both SA2 and SA3 by SA#64. SA2 and SA3 work should be added to RAN WID where SA3 and SA2 WIDs will be independent.
3. WiFi Interworking:
This topic is of concern to RAN2 and SA2 but it is similar to 3GPP work on I-WLAN. It was agreed that work on I-WLAN will be stopped from Release 12 onwards. A LS [SP-140149] with SA#63 decisions is sent to all related working groups. Way to proceed with WLAN-I related TRs and TSes will be decided in SA#64.
7. Other Topics

Few topics related to SA3 or of potential interest to SA3 delegates are noted below:

· Few points from RAN report [SP-140161]:
· A LS is sent to SA3 requesting study on security regarding IMEI-SV being sent to eNB

· Workshop on “LTE in Unlicensed” is planned after RP#64

· SA3 is requested to study security aspects of WLAN Control Protocol (WLCP) in LS [SP-140096] from SA2.
· For SA1 Draft TR 22.806 [SP-140070] on Application specific Congestion control for Data Communication (FS_ACDC) the SA1 report states that: Although no additional security requirements were identified, authentication of applications assigned to different categories may need to be considered by SA3
· Use file extension “doc” for TRs, TSes and CRs.

· 3GPP ran out of 800 numbers thus 800 series type TRs are new being given 700 series numbers.

8. Approved WIDs with Security Aspects
Following are approved SA1 WIDs with security aspects:

· [SP-140073] Study on RAN Sharing Enhancements on GERAN and UTRAN (FS_GUSH): RAN Sharing Enhancements shall not negatively affect security or privacy of sharing networks or subscribers.
· [SP-140167] Isolated E-UTRAN Operation for Public Safety (IOPS): SA3 to review security aspects [TR 22.897].
· [SP-140074] Service aspects for dealing with User Control over spoofed calls: Related to existing study in SA3 on Security on spoofed call detection and prevention (FS_SPOOF)

· [SP-140166] Enhancements to WebRTC interoperability (WebRTCi)
