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Abstract of the contribution:

This pCR proposes the text for Sec.X.2.6 of Super-CR on SCE for TS 33.401. 
1. Introduction
This pCR proposes the text for Section X.2.6 “Handover procedures”
2. Pseudo CR

************** Begin Changes ***************

X.2.6  
Handover procedures

During S1 and X2 handover, the offloaded DRB is removed from the UE and the SeNB, and the AS SC security context at SeNB and UE can be deleted since it shall not be used again.. Since both S1 and X2 handovers results in generation of the new KeNB in the target eNB, the SCC associated with the AS security context containing the new KeNB will be reset to '0'. After completion of the handover procedures, the new target MeNB can establish the DRB offload as defined in clause X.2.2. The overall key hierarchy for intra-LTE mobility events with existing keys along with new keys is as shown on Figure X.2.6-1.
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Figure X.2.6-1 Enhanced model for the handover key chaining. 
The figure shows how two S-KeNBs are derived from a KeNB in the MeNB and the UE. There may similarly be a set of S-KeNBs derived from any other KeNB in the figure. For simplicity, that is not visualized.
*** END CHANGES ***
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