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Abstract of the contribution: This contribution proposed changes to TR33.916 scope to better align the work already started in TR 33.805. 
1 Introduction
TR 33.806 has identified interfaces as critical assets that need to be protected for the product class being evaluated and has, in many places, also identified threats related to the interfaces. It is natural to include these interfaces as part of the greater scope of the SECAM SCAS. 

It is proposed to accept the following changes into the TR.

2 Proposed changes
/******************Begin changes*******************************/

4.1
Scope of a SECAM SCAS

A 3GPP Network Product can have vulnerabilities which, if exploited, can damage the MNO and/or end-users. In order to understand the potential attack vectors which could be used, the first thing to do is to identify the targets of the analysis. Each 3GPP Network Product, is basically a device composed of hardware (e.g. chip, processors, RAM, network cards), software (e.g. operating system, drivers, applications, services, protocols), and interfaces (e.g. console interfaces and O&M interfaces) that allow the 3GPP network product to be managed and configured locally and/or remotely. All these features can expose the 3GPP network product to several potential security attacks. If the network product is securely implemented, managed and configured then some of these attacks can be prevented. The above mentioned security attacks can exploit different 3GPP network product features/ capabilities.

/************************End Changes**********************************************/

