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1. Introduction
The contribution S3-131162 proposed a skeleton for the TR that was then named TR 33.916 in the final version of the WID, cf. SP-130718. The present contribution proposes a pCR for Annex A “Summary of SECAM documents” according to this skeleton.
The newly included text is largely a copy of clause 5.2.8 of TR 33.805 v12.0.0 whith changes where seen to be meaningful to transfer the text from the study phase to the normative phase.
As Annex A is currently empty, except for the Editor’s note, the new text is shown with revision marks only where it deviates from TR 33.805, v12.0.0, so that the changes can be seen as clearly as possible. 
2. Pseudo CR
Start of pCR
Annex A:
Summary of SECAM documents

	Phase
	Sub-phase
	Deliverable
	Published by

	Methodology building
	
	Consensus on threats [temporary document]
	3GPP

	
	
	Security Assurance process
	

	
	
	Security Assurance Specifications
	

	
	
	Test methodology and skills requirements
	

	
	
	Testing laboratories accreditation and monitoring rules
	SECAM Accreditation Body / GSMA

	
	
	Network product development and network product lifecycle management Process Assurance requirements
	

	Accreditation 
	Methodology Accreditation
	Accreditation report
	Accreditor

	
	Audit and accreditation
	Vendor network product development and network product lifecycle management process certificate

Security Compliance testing laboratories certificate

Basic Vulnerability Testing laboratories certificate

Enhanced Vulnerability testing laboratories certificate
	SECAM Accreditation Body / GSMA

	Evaluation
	SCAS instantiation
	Instantiation of SCAS
	Vendor

	
	Vendors Development process compliance
	For the accreditation:

Design documentation [free-form]

Operational guidance [free-form]

Version and configuration management plan [free-form]

Flaw remediation documentation [free-form]

Process to ensure code quality documentation [free-form]

Vendor's development sites protection [free form]

Before any network product evaluation:

Network Product Development and network product lifecycle management process self-evaluation report providing evidences that the network product was developed under the accredited process [free-form]
	

	
	Security compliance testing
	Test procedures  [following SCAS]

Test results [following SCAS output format indications]
	Vendor or third-party



	
	Basic Vulnerability Testing
	Test procedures  [following SCAS]

Test results [following SCAS output format indications]
	

	
	Enhanced Vulnerability Analysis
	Test procedures  [following Test methodology]

Test results [following SCAS output format indications]
	

	Self-declaration
	Self-declaration
	Self-declaration
	Vendor

	Monitoring, dispute resolution
	
	Informal guidance document. Accreditation revocation list
	SECAM Accreditation Body / GSMA

	Dispute resolution
	 -
	Operator claims

	


End of pCR
