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Abstract of the contribution: Group communications are likely to be delivered over a mix of unicast and multicast bearers.  A key issue is proposed to highlight the importance of a consistent set of security mechanisms across the two modes.
**********START OF PROPOSED NEW TEXT FOR GCSE TR***********
5.X
Key Issue #X: Security across unicast and multicast modes
5.X.1
Key issue details
Group communications are likely to be delivered over a mix of unicast and multicast bearers, to enable efficient use of radio resources, and provide scalability for large groups receiving the same group communication from a single eNodeB.  A consistent set of security mechanisms must be presented across the two modes.

Some proposed solutions include the short-term delivery of media streams over both unicast and multicast bearers, to ensure service continuity across handover.  Security mechanisms may therefore need to be consistent with this.
5.X.2
Security threats
There is a risk that an attacker might seek to use a transient state between the modes as an opportunity to breach confidentiality or integrity.
5.X.3
Security requirements
The level of confidentiality and integrity protection provided shall be the same, regardless of whether a unicast or multicast bearer is used, including during handover between the two.
**********END OF PROPOSED NEW TEXT***********
