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Abstract of the contribution: This contribution contains a draft LS reply to the SA5 LS protecting the CA/RA behind a SEG when it needs to be accessed from untrusted networks.
1 Introduction 
This is a draft LS reply to S5-131458, which is proposed to be agreed by SA3.
2 Proposal
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1. Overall Description:

SA3 thanks SA5 for the LS in S5-131458 and would like to provide the following answer.
SA3 discussed the attached threat analysis, and came to the conclusion that having the possibility to place the CA/RA behind a SEG is useful in some deployments as pointed out by SA5. Therefore, SA3 will make the necessary modifications to TS 33.310 to allow also this optional possibility.

2. Actions:

To SA5 group.

ACTION: 
SA3 kindly asks SA5 to take the above information into account.
3. Date of Next TSG-SA WG3 Meetings:

TSG-SA WG3 Meeting #74 
20th – 24th January 2014 Taipei, Taiwan.

TSG-SA WG3 Meeting #75
12th – 16th May 2014
Sapporo, Japan
