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Abstract of the contribution: This contribution proposes text to clarify the purpose of the privacy study, namely, to provide SA3 with a more explicit tool box for considering privacy during security architecture and protocol design.
1 Introduction 
SA3 is asked to include this pCR in the introduction clause of the privacy study TR.

2 pCR 
***
BEGIN CHANGES
***

x.1
Introduction

In the past, SA3 has taken privacy into account in the design of 3GPP systems. Examples of this include the use of temporary identities such as the T-IMSI and confidentiality protection of the user plane traffic. The work with privacy has been included as a part of the work with defining security for the 3GPP systems and the privacy requirements have been handled as a subset of the security requirements.

Even though 3GPP has worked with privacy since the start, the responsibility became more direct in the end of 2011, when the SA3 updated its terms of reference to explicitly include privacy. There has also been an increased awareness of privacy related questions in other working groups. This has led to more questions to SA3 regarding privacy when they define new functions. These are reasons why SA3 need to treat privacy, not only as a part of security, but as a topic in its own right to raise the assurance that it is taken care of properly. 

A core part of increasing the assurance around privacy is to establish a baseline for privacy which ensures that an articulated set of privacy principles are kept when designing 3GPP systems.  
This technical report presents privacy principles that SA3 should adhere to when designating new systems, security architectures and protocols. Not only will such principles provide guidance on what needs to be considered and to some extent how, but their mere existence will serve as a constant reminder to SA3 to consider privacy the day-to-day work. In addition, some principles/technologies can not only be a reference for vendors’ products design but also be an aid for operators when working with subscriber data whose collection and use may not be in scope of the 3GPP specifications.
***
END OF CHANGES
***
