3GPP TSG SA WG3 (Security) Meeting #73
S3-130998
11-15 November 2013; San Francisco (US)
revision of S3-13abcd
Source:
NEC Corporation
Title:
MTC device triggering – editor’s notes in solution 6
Document for:
Discussion and Approval

Agenda Item:
7.9
Work Item / Release:
NIMTC / Rel-12
Abstract of the contribution: This document replaces the editor’s notes in TR 33.868, Section 5.1.4.2.7 with clear text.
1 Introduction

This document is to replace the editor’s note in TR 33.868, Section 5.1.4.2.7 “Solution 6: Secure Trigger Delivery with Security Association between MTC-IWF and UE” with clear text.
2 Discussion

Editor’s Note: Detailed solution for establishing the security association between MTC-IWF and UE is ffs.
The detailed solution for establishing the security association between MTC-IWF and UE has been agreed in Section 5.7.4.4 MTC-IWF based Secure Solution in current TR 33.868. Therefore the Editor’s Note should be removed and it should refer to the solution in Section 5.7.4.4.
3 Proposal
We propose SA3 to approve the following change to TR 33.868. 
********************** 1st CHANGE ***************************
5.1.4.2.7
Solution 6: Secure Trigger Delivery with Security Association between MTC-IWF and UE
Application level security is out-of-scope of 3GPP SA3 activity thus only way to deliver a trigger securely is to secure all hops between the SCS and the UE. One of the solution is to have security association between the MTC-IWF and the UE. The MTC-IWF will verify whether Tsp is secured and then send the trigger together to the UE. 
The detail solution for establishing the security association between MTC-IWF and UE is given in Section 5.7.4.4.

**********************END OF CHANGE***************************
