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Abstract of the contribution: Work plan and prioritization for the WebRTC security work.

1 Introduction 
Due to the delay of the previous SA3 WID on WebRTC IMC Client access to IMS the timeframe for Rel-12 is running out quickly. The Rel-12 stage 2 freeze is in Dec 2013 and to meet that deadline, even with an exception, priorities needs to be made.

The SA2 TR 23.701 contains several solutions which are very similar to each other, especially from a security perspective. We should therefore first try to identify the common parts of the solutions and agree on a single architecture. This saves time later on and will result in a better report than if each solution in TR 23.701 is analysed individually.
We do not want to discard the use of other authentication methods as long as the operator wants to allow them. Trusted Node Authentication (TNA) allows the use of any authentication method the operator see fit, without introducing any new IMS authentication methods and without affecting the IMS core in any way. For Rel-12 we recommend to conclude that TNA will be used for this scenario, and that normative text is added to the specification in 33.203 to illustrate this. If more study is needed to recommend any specific authentication protocols, or to describe the procedures in more detail, this can be done in Rel-13 as either a recommendation TR or a normative TS.
If SA3 is going do anything non-trivial a TR is needed, this is also good for anchoring and discussing ideas and solutions before transferring them to normative text. To create this TR we need to update the WebRTC WID and add the TR as a deliverable.

2 Overview of WebRTC related contributions
For the above the following contributions are submitted:

S3-130980 is an update to the WebRTC WID containing a new SA3 TR.

S3-130981 is an LS to SA2 informing SA2 that SA3 has started a new WebRTC TR and taken responsibility for WebRTC security

S3-130982 contains the TR skeleton.

S3-131026, S3-131027, S3-131028, and S3-131029 provide text for the most important sections, so that it can be presented to SA Plenary and the most priortized parts can be moved to normative specification in time for Rel-12.
