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1
Introduction

For the WLAN network selection for 3GPP terminals, the UE is assumed to support 3GPP network and WLAN. Whether UE connects trusted non 3GPP access or untrusted non 3GPP access, for the authentication AAA server shall be involved in a case using EAP-AKA or EAP-AKA’. If UE performs non seamless data offloading UE can communicate the AAA server which is out of scope of 3GPP, however, it also follows the mechanism EAP-SIM or EAP-AKA based on the Hotspot 2.0.   
2 
Proposal
The following text is proposed for inclusion in the TR 33.865 to support authentication for communicationwith WLAN network.  

3
PCR 

*** 1st Change ***
5     Solutions of Key Issues

5.1   Solution 1: Authentication for communication with WLAN Network 
5.1.1 Description 


UE access authentication is based on EAP-AKA or EAP-AKA’ whether UE communicates with 3GPP network via trusted non 3GPP access or untrusted non 3GPP access. For non seamless data offloading, UE access authentication is based on Hotspot 2.0.  Therefore, UE with (U)SIM card shall support EAP-SIM/EAP-AKA or EAP-AKA’ protocol for authentication  as specified  by caluse 6 TS 33.402[4] and Hotspot 2.0[3].
In addition to the technical solutions, some non-technical methods (e.g. operator management, customer report, etc.) can be adopted by 3GPP operator to supervise the behaviour of WLAN operator, to prevent malicious but legal WLAN AP from sending fake WLAN information to UE. The details of non-technical method are out of 3GPP scope.
