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1
Introduction
At SA3#65 it was agreed to use at most two signature algorithms (128-ECDSA and 128-DSA), potentially standardizing only one of them. After this a new signature method (ECVQ + Keyed MAC) was suggested and at SA3#71 there were discussions regarding the cryptographical properties of the various signature schemes. 

As the security of new cryptographic primitives would have to be evaluated by ETSI SAGE anyway, we propose a conclusion based on established facts that SA3 can agree on without help from ETSI SAGE.
2
PCR

***
BEGIN CHANGES
***
8.9.X
Conclusion

DSA and Elliptic Curve DSA are well established and widely standardized signature schemes with widespread deployment. ECQV and Keyed MAC are much younger schemes with significantly less standardization, deployment, and public analysis. Use of ECQV with Keyed MAC should therefore only be considered if it solves a required use case that cannot be solved by DSA or ECDSA.

***
END OF CHANGES
***
