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1.
Discussion and proposal
This pCR includes a request for clarification on one of the items lists as contents of the SAS instantiation document(s).
2.
pCR
********************** START OF CHANGE***************************
5.2.2.4
Security Assurance Specification instantiation documents writing 

The SAS instantiation consist of a set of documents provided by the Vendor to give evaluators and operators the relevant information to understand the critical parts of the network product to be evaluated. The SAS instantiation provides a concrete mapping of the “theoretical” assets and security requirements of the SAS into “real” assets and components supporting the security requirements of the network product being evaluated. 

The SAS instantiation is a set of documents and is not expected to have a fixed structure. This will allow Vendors to maximise the reuse of existing documentation. The content of the SAS instantiation is however defined and it shall contain details on:

-
Scope of evaluation
-
Instantiated threat analysis
-
Mapping of security requirements on the network product 

-
Operational guidance
-
Information needed to start the compliance and vulnerability evaluation 
This document set is updated by the Vendors until the testers (compliance and vulnerability) consider they have enough information to start. Details on the content of these documents and of the update process are provided in section 5.2.4.X.
5.2.2.5
Accreditation and monitoring rules writing

Certification Body shall describe the rules for accreditation and monitoring of development and test laboratories, whether they are vendors or third-party laboratories. A formalised dispute resolution process for accreditation and monitoring is likely to be required as the denial or delay of accreditation may have far-reaching consequences.

********************** END OF CHANGE***************************
�Clarification required on what the mapping is: Is it mapping of SAS security requirements to the security functions in the vendors product or something else.
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