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1
Introduction

The solutions for WLAN network selection for 3GPP terminals have been discussed in SA2 and RAN2.  Some candidate solutions are proposed for using ANDSF and others are using some RAN assistance information such as threshold or dynamic information provided by RAN. This proposal suggests the solution to support the security protection for WLAN network selection by considering possible situations of radio network and core network status.  

2 
Proposal
The following text is proposed for inclusion in the TR 33.865 to support security protection for WLAN network selection.  
3
PCR 

*** 1st Change ***
2
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*** 2nd Change ***
5.x  Solution x: Solution of supporting security protection for WLAN network seletion 
5.x.1 Description
If  the ANDSF is used to provide WLAN network selection policy and other information, UE and ANDSF server shall establish a security association to protect policy related information as specified by clause 12.1 and 12. 2 of  TS 33.402[4].  For secure communication over S14 reference point the PSK TLS should be applied.  

If RAN provides RAN assistance information to the UE through dedicated signalling the security protection via AS security protection as specified in 7.2.4.5 of TS 33.401[7] should be applied. 
