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Abstract of the contribution: This document presents the ProSe system architecture for security study and some security requirements.
1 Introduction
SA2 has approved generic system architecture in the TR 23.703 v0.4.1. This document proposes SA3 to include the system architecture for SA3 security study 

2 Proposal
We propose SA3 to approve the following change to TR 33.cde. 
********************** 1st CHANGE ***************************
4.2
Architecture for Proximity Services 

The high level ProSe architecture is given here for SA3 to study security threats, requirements and solution in this TR. This architecture is based on the Non-Roaming Reference Architecture given in Figure 4.3.1-1 of TR 23.703, as shown below in Figure 1.
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Figure 1.  Non-Roaming Reference Architecture [4]
For Discovery and Direct Communication, SA3 should study the reference points given below:
PC1: Security between the ProSe Applications in UE and ProSe Application Server.
Editor’s Note: It is FFS if this is in scope of 3GPP SA3.  

PC2: Security between ProSe Function and ProSe Application Server.
PC3: Security for communication between UE and ProSe Function

PC4: Security between EPC and ProSe Function.
PC5: Security between UEs to have Direct Communication.
PC6: Security between ProSe Functions. The ProSe Functions can be in different PLMN.
**********************END OF CHANGE***************************
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