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1 Introduction 
Currently, there are well documented definition for both a certification authority and an accreditation authority in the TR.  These bodies are also known as certification body and accreditation body respectively. With CC-based scheme, there is a well established or documented process to become such a certification body or an accreditation body.  With Methodology-2 based scheme, there is no such process or requirement.  Since there is no product certification process defined in Methodology 2, the role of the certification body ultimately is not to issue certificate, at least not in the classic sense of certification body as the accreditation body only issue accreditation compliance and not product certification.  The term “accreditation body” seems more appropriate. Since the CC eco system has gone through the process of accreditation and certification for something as complex as SECAM, it is likely that a CC-based process to define requirements to becoming accreditation body in Methodology 2 would be used as the basis for such a process, with any differences clearly defined. In addition to the differences in certificate issuance mentioned above, another example of such a difference is that the accreditation body in Methodology 2 is also responsible for any dispute resolution process, which is not defined for the CC-based scheme in the TR at the moment although in some CC-based schemes, a Validation Body (outside of CC) usually takes on the dispute resolution role.
Current TR already lists some examples of national accreditation bodies in various regions of the world and states the intention to resort to such recognized nation accreditation bodies to assess the methodological practice of testing laboratories from compliance or vulnerability point of view in the context of accreditation of vendors and third-party testing laboratories.  It should be also intention for SECAM to apply well established processes and requirements to the accreditation bodies.
2 Proposal 

It is proposed:

1. Not to use the term “certification body” in Methodology 2 and replace it with “SECAM Accreditation Body” to include the role of such as defined in Methodology 2.  

Editor’s Note: Since this is mostly an editorial change, it is not included in the pCR.  If approved, the editor should do a global change in 5.2.
2. To define requirements for becoming an accreditation body for Methodology 2 using some of well-established process.
Editor’s Note: Proposed changes are included in the pCR below.

/****pCR begins here (all new text proposed):****/
5.2.X
SECAM Accreditation Body requirement
A SECAM Accreditation Body has great responsibilities to ensure the success of SECAM as defined in 3GPP in terms of accrediting vendors and third-party evaluation laboratories as well as resolving disputes among the participants in the scheme. Before a SECAM Accreditation Body can issue accreditation compliance to a vendor or a third-party laboratory, one is required to go through an extensive process and demonstrate security, quality, competence, and impartiality qualifications to becoming such an accreditation authority. These requirements, which are also used by other industries to define the requirements and process of creating accreditation and certification authorities, include but not limited to:

· ISO/IEC 17065:2012

· ISO/IEC 27001:2005

· ISO/IEC 27002:2005

· ISO 9001:2008
Editor’s Note: Other requirements of becoming a SECAM Accreditation Body are FFS.

