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1. Introduction and proposal
During the email offline work before SA3#72, many questions and comments were raised on partial compliance to SECAM requirements and comparison of two evaluations. This contribution proposes to capture the initial email discussion agreement on these aspects.

This contribution creates a new subsection at the very end of methodology 2 for generic consideration on the usage and application of SECAM to keep methodology 2 structures clean. For recollection, the current M2 structure is the following:
Methodology 2:

5.2.1 Overview

5.2.2 Methodology building (document creation)

5.2.3 Vendors and third-party laboratories accreditation

5.2.4 Evaluation and evaluation report

5.2.5 Operator security acceptance decision

5.2.6 Administration of the accreditations and dispute resolution (not so luckily named certification in TR 33.805v0.4.1 – see changes proposed in S3-130627)

5.2.7 Summary of SECAM deliverables

5.2.8 General considerations <= new subsection

The proposed changes combined with the clarification of lifecycle management in contribution S3-130623 also allow fixing an Editor’s note in 5.2.4 (first change in the pCR).
2. pCR

**********************START OF FIRST CHANGE***************************

5.2.4
Evaluation and evaluation report


5.2.4.1
Development process and SAS instantiation

**********************END OF FIRST CHANGE***************************
**********************START OF SECOND CHANGE***************************

5.2.8
General considerations

5.2.8.1
Partial compliance and use of SECAM requirements in network product development cycle

The vendor is likely to integrate SECAM requirements and test cases in its continuous development process process. During this phase, a given network product might fail fully or partially some of the SECAM compliance and/or vulnerability test. The process of how and when vendor choose to fix or not to fix this network product before the final evaluation is under vendor’s responsibility and is outside of SECAM scope. 

SECAM scheme will describe the final evaluation for the final network product version expected to be bought by operators. SECAM encourages vendors to aim at a full compliance of all SECAM requirements which should represent a minimum baseline. However, the final network product might still only partially fulfil SECAM requirements. This partial compliance will be documented in the evaluation report results. The final security acceptance decision is under operators’ control which might accept partially compliant products. This choice under operators’ responsibility and is outside of SECAM scope.

5.2.8.2
Comparison between two SECAM evaluations

SECAM evaluation considers a given version of a network product. SECAM documents will have no sections or evaluation of the improvement between two evaluations.

**********************END  OF SECOND CHANGE***************************

