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1.
Abstract

Supporting separation of control and user planes for firewall traversal is a general requirement, not a backward compatible issue.  The current specification is misleading and should be clarified.  

2.
PCR

*******************************Start OF CHANGES*******************************
6.1
Functional Requirements

The solution shall

1. Support traversal of IMS services across firewalls which only allow outbound HTTP/HTTPS traffic
2. Support traversal of IMS services across firewalls which require outbound traffic to be routed through an HTTP proxy 
3. For traversal  not require changes to the Firewall 

4. Minimize changes to the UE

5. Support all the existing IMS protocols (SIP, RTP, MSRP, RTSP, HTTP…..). 

6. Support detection of IMS restrictive firewalls.

7. Be transparent to the existing IMS core

· Editor’s note: The trade-off between transparency and efficiency should be studied further for requirement 7.

8. Be compatible with existing IMS architecture, particularly the separation between the user and control plane.

9. Allow other 3GPP Firewall traversal mechanism to exist in parallel.

10. Allow selective invocation of firewall traversal and/or security functionality introduced through the proposed solutions when needed.

11. Not break the IMS threat model

*******************************End OF CHANGES*******************************
