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1.
Abstract

The media tunnelling solution in TR 33.830 is revised and the steps to solve the HTTP proxy issue are clearly defined (step 5 in the traversal procedure).  Thus the related editor’s notes should be removed.
2.
PCR

*******************************Start OF CHANGES*******************************
8.6
Media Tunneling Solutions

Editor’s note: It is FFS how and when this solution is invoked and how this solution co-exists with the other IMS firewall traversal solutions.

3GPP standards allow UE to send signaling and media through different paths, e.g., P-CSCF and IMS-AGW in different locations or using multiple IMS-AGWS.  In such cases, it is desired for the firewall traversal function to preserve the control path and data path to avoid unwanted impacts on service and manageability.  This candidate solution solves the firewall traversal problem for control plane and data plane independently.  It preserves the control path and data path and solves the firewall traversal problem with minimum impact on the IMS architecture.  

Since restricted firewall traversal for control using TCP port 80 can solve plane or TLS port 443 for signaling, as explained in section 8.3 (after adding support for HTTP_CONNECT and detection mechanism for the existence of the NIMSFW), this candidate solution focuses on user plane restricted firewall traversal issue.  It introduces a tunnel endpoint called TEP-C for UE and a tunnel endpoint called TEP-S at the Core site.  TEP-S and TEP-C are based on ICE/STUN with enhancement explained below.  In particular, TEP-S can be integrated with IMS-AGW or the media processing device at core side (such implementation is not uncommon, e.g., STUN can be integrated with media gateway and existing standards define techniques to de-multiplex STUN and other protocols on same port). 
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Figure 1 Architectural overview

This solution assumes that UE knows on which media path TEP-S should be used.  One way to do so is for P-CSCF to inform UE whether IMS-AGW (or the media endpoint at core side) supports TEP-S with an ICE attribute extension in SDP.  This allows UE to find whether TEP-S can be used dynamically, on a per session basis.  It is also possible to configure the UE on which media path to use TEP-S.  If UE finds that the media endpoint at core side does not support TEP-S, it uses TEP-C as ICE agent and use the standard ICE/STUN procedure to solve the traversal issue.  If UE finds that IMS-AGW (or the media endpoint at core side) supports TEP-S, it uses the following procedures:

Editor’s note: It is for FFS on whether IETF or 3GPP modifies the ICE protocol for adding the new attribute suggested in this solution
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