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Abstract of the contribution: This document provides proposed text for Architecture section of the Technical Specification.
******************************START OF CHANGES******************************

5         Architecture

5.1         Architectural Reference Models for TSCF

5.1.1      Overview

The Tunneled Service Control Function (TSCF) mechanism for solving strict firewall traversal issue for all PLMN IP based services introduces two logical elements, namely, TSCF and Tunneled Service Element (TSE). TSCF (subset of ePDG functionality) will relay PLMN IP based messages to UE using managed TLS tunnels to communicate to UE via embedded Tunneled Service Element (TSE).  In the case of IMS based services, TSCF will relay P-CSCF messages and IMS application on the UE will point at a standard TLS tunnel on the TSCF, terminating on TCP port 443. The TSCF Tunnel could be shared between multiple applications (SIP, RTP, RTSP, MSRP etc.).
NOTE: TLS refers to the connection created using the protocol specified in RFC 2246, RFC 4346 or RFC 5246.

5.1.2      TSCF for IMS based services

This architecture refers to the deployments in which all the services deployed are purely IMS based services. In this architectural model, the TSCF (subset of ePDG functionality) is a function within P-CSCF and provide the NIMSFW functionality for IMS traffic.
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Figure  below describes IMS application stack with the TSCF logical function with the P-CSCF. During the tunnel negotiation phase, the TSCF will assign a remote IP address (inner) to the UE and all the protocols on the IMS application on the UE will use the remote IP address to correspond with the IMS core network elements.  The remote IP address can be locally configured on the TSCF or optionally TSCF could obtain the remote ip address through a 3GPP AAA server (3GPP TS 23.234). TSCF will tunnel/de-tunnel the IMS packet and forward the inner packet from the tunnel to the core network. Once the TSCF forwards the IMS messages to the P-CSCF, P-CSCF will handle the IMS messages as specified in the 3GPP IMS specification 3GPP TS 24.229.
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5.1.2 TSCF for PLMN IP based services, untrusted non-3GPP access

Editor’s note: Text should be added to this section to cover the architecture for PLMN IP based services in an untrusted non-3GPP access network and in the WLAN case. Please note that based on the response for LS from SA1, completing iFire work in the early part of Release 12 (by June 2013) takes higher priority over SMURF.
*******************************END OF CHANGES*******************************
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