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1
Introduction

3GPP standards allow UE to send signaling and media through different paths, e.g., signalling going throu P-CSCF and media going through IMS-AGW.  It is possible to deploy TSCF functionality in this deployment scenario and following contribution provides details on how TSCF can be deployed in the decomposed architecture.
2
PCR

***
BEGIN CHANGES
***

8.4.7
TSCF and IMS-AGW

3GPP standards allow UE to send signaling and media through different paths, e.g., signalling going throu P-CSCF and media going through IMS-AGW. In this kind of deployment scenario, based on the presence of NIMSFW in the network, TSCF functionality should be individually applied to signalling and media sessions. The following figures show different deployment models in this architecute and how and when the TSCF function is applied.
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Figure XXXX: NIMSFW in the Signaling path

In the above scenario, the NIMSFW is present only in the signalling path and not in the media path. In this scenario, the TSCF function will be applied only in the P-CSCF (signalling path) and not on the IMS-AGW (media path).
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Figure XXXX: NIMSFW in the Media path
In the above scenario, the NIMSFW is present in the media path and not in the signalling path. The UE will determine the presence of the NIMSFW in the media path through existing 3GPP mechanisms or through TSCF mechanism. In this scenario, it is required to apply TSCF function only in the media path and not in the signalling path. Once the signalling exchange is complete (after receiving 200 OK for the INVITE with the SDP providing the port information on the IMS-AGW), a TSCF tunnel will be created with the IMS-AGW to port 443. Once the TSCF tunnel is created, a new local IP address will be assigned to the TSE. Once the TSE gets a new IP address, the IMS core should be updated through a re-INVITE (as specified in 3GPP TS 24.229) with the new local IP address for the media. Once this process is complete, both the signalling and media path is set for traversal through NIMSFW.
Note: The TLS tunnel with the TSCF on the IMS-AGW path can be optionally authenticated using mutually certificated based authentication or by using pre-shared keys (TLS-PSK) as specified in RFC 4279.
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Figure XXXX: NIMSFW in both Signaling and Media Path
In the above scenario, the NIMSFW is present in both signalling and media path. The UE will determine the presence of the NIMSFW in the signalling and media path through existing 3GPP mechanisms or through TSCF mechanism. In this case, TSCF function will be applied both on P-CSCF and the IMS-AGW. On the TSCF tunnel is set with the P-CSCF, the signalling exchange will happen through the TSCF tunnel. Once the signalling exchange is complete (after receiving 200 OK for the INVITE with the SDP providing the port information on the IMS-AGW), a TSCF tunnel will be created with the IMS-AGW. Once the TSCF tunnel is created, a new local IP address will be assigned to the TSE. Once the TSE gets a new IP address, the UE should updated the IMS core with the new local IP address through a re-INVITE (as specified in 3GPP TS 24.229). Once this process is complete, both the signalling and media path is set for traversal through NIMSFW.

Note: The TLS tunnel with the TSCF on the IMS-AGW path can be optionally authenticated using mutually certificated based authentication or by using pre-shared keys (TLS-PSK) as specified in RFC 4279.
***
END OF CHANGES
***
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