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1
Introduction

There have been lot of discussion in SA3 meeting on difference between trusted and untrusted non-3GPP access and other access networks with respect to iFire and SMURF and the usage scenario for these networks in the service provider network. This discussion paper tries to clarify differenct access types and notion of trusted and untrusted non-3GPP access.

2
WLAN Direct IP Access

The Figure 1 below shows WLAN network model (3GPP TS 23.234). According to 3GPP TS 23.234, the WLAN Direct IP Access service allows authorized subscribers to access local IP networks such as the Internet or Intranet directly from the WLAN AN. The interface to the 3GPP AAA server is only for the signalling interface and the user traffic from the WLAN UE goes directly to the Intranet/Internet.

A UE supporting non-seamless WLAN offload may, while connected to WLAN access, route specific IP flows via the WLAN access without traversing the EPC. These IP flows are identified via user preferences, the Local Operating Environment Information defined in TS 23.261 [55], and via policies that may be statically pre-configured by the operator on the UE, or dynamically set by the operator via the ANDSF. For such IP flows the UE uses the local IP address allocated by the WLAN access network and no IP address preservation is provided between WLAN and 3GPP accesses.

For performing the non-seamless WLAN offload, the UE needs to acquire a local IP address on WLAN access, and it is not required to connect to an ePDG.
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Figure 1 Simplified WLAN Network Model

If IMS services run over WLAN Direct IP Access network and if there are NIMSFW in the WLAN Direct IP Access network, the IMS services could be blocked by the NIMSFW thus preventing the operator from running the IMS services. Please note that in the WLAN Direct IP Access (IEEE 802.11 link defined in IEEE Std 802.11-2007 network which is very widely deployed. The industry term for this kind of access is Wifi), there is no ePDG involved. So, in this access scenario, for NIMSFW for IMS, the TSCF functionality has to run as a part of P-CSCF.
3
Trusted and Untrusted non-3GPP access

There is no clear definition for trusted and untrusted non-3GPP access in any of the 3GPP specifications. However, some of the specifications give more insight in to what a trusted and untrusted non-3GPP access means.

According to 3GPP TS 23.402, whether a Non-3GPP IP access network is Trusted or Untrusted is not a characteristic of the access network. In non-roaming scenario it is the HPLMN's operator decision if a Non-3GPP IP access network is used as Trusted or Untrusted Non-3GPP Access Network. In roaming scenario, the HSS/3GPP AAA Server in HPLMN makes the final decision of whether a Non-3GPP IP access network is used as Trusted or Untrusted non-3GPP Access Network. 3GPP TS 23.402 also says that trust relationship of a non-3GPP access network is made known to the UE with one of the following options:

1)
If the non-3GPP access supports 3GPP-based access authentication, the UE discovers the trust relationship during the 3GPP-based access authentication.

2)
The UE operates on the basis of pre-configured policy in the UE.

The following picture from 3GPP TS 23.402 clearly shows that in the case of trusted non-3GPP access, there is no ePDG involved and once the authentication is complete with the AAA server, the UE get access to the network without going through the ePDG.
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3
Conclusion
In the case of WLAN direct access and with trusted non-3GPP IP access, the network connectivity is not through ePDG. In these network scenarios, to have NIMSFW traversal for IMS traffic, the TSCF (subset of ePDG functionality) has to run with P-CSCF.
