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1
Introduction

This pCR provides the text for Evaluation section of TR 33.868 for MTCe Connectionless solution.
2
PCR

**
********************  START OF CHANGE 1 *******************
5.7.4.4 Evaluation

Connectionless data solution maintains the current LTE security framework and procedures intact. There are no changes to the NAS security mechanism or AS security mechanism. For improved efficiency there are changes at UE and eNB.

Additional UE requirements: 

· UE capable of operating in the Connectionless mode should be able to cache the security context with associated Token for each eNB/RNC with which it established security context since last AS authentication, and for which the Token is assigned. 
· If the UE is not supporting mobility then there is only one instance of the context to cache. 
· UE should also be able to maintain the Token validity, including its lifetime for expiration and purging.

Additional eNB/RNC requirements: 

· eNB/RNC capable of supporting Connectionless mode should be able to cache security context for each SMTCe UE with which it established security context since last AS authentication.
· eNB/RNC should be able to assign and maintain a locally unique Token for each cached security context, and manage its validity including lifetime for expiration and purging. 

Additional MME requirements: 

· None.

************* END OF CHANGE 1 ***************
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