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1 Introduction and proposal
This contribution analyzes sub processes and documentation for methodologies. Since certificate revoking is a recognized mechanism during certificate use and management, we propose to list certificate revoking in the part of certification and certificate. We kindly propose SA3 to agree this contribution.
***
START OF CHANGES
***

4.5.4 Sub processes and documentation
4.5.4.4 Certification and certificate

If the evaluation report states that the network product passed the evaluation successfully, a Certification Authority may review the evaluation report. If the review concludes that the evaluation report is satisfactory, the Certification Authority may issue a certificate for the network product.

NOTE: This clause needs to be further elaborated in the candidate methodologies if appropriate.
4.5.4.4.1 Revoking
After Certification Authority issue a certificate for the network product, if the certificate is expired it should be revoke in timely. 
Editor’s note: The revoking mechanisms with considering following scenarios are FFS: finding inappropriate/disobedient evaluation event after evaluation process, appearing new security vulnerability which make network product unsatisfied established security/assurance requirements.
***
END OF CHANGES
***
