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1
Introduction

Given that 3GPP does not provide clear definition for fixed and mobile terminals, it is important to attach a meaning for this terminology in the conclusion section.
From the discussions in the last SA3 meeting (SA3#70), it sounded like the meaning of fixed terminals is the terminal with cable attached (like the fixed xDSL, as mentioned in 3GPP TS 23.228, Anex N.1.1). In these kind of terminals, as we concluded, STUN, TURN and ICE will work since ICE will determine the direct path is the path provided by the XDSL connection.

From 3GPP TR 21.905, an User Equipment (UE) allows a user access to network services. For the purpose of 3GPP specifications the interface between the UE and the network is the radio interface. AUser Equipment can be subdivided into a number of domains, the domains being separated by reference points. Currently the User Equipment is subdivided into the UICC domain and the ME Domain. The ME Domain can further be subdivided into one or more Mobile Termination (MT) and Terminal Equipment (TE) components showing the connectivity between multiple functional groups. 
The definition of Mobile Termination (MT) provided in TR 21.905 is as follows:
Mobile Termination (MT): The Mobile Termination is the component of the Mobile Equipment (ME) which supports functions specific to management of the PLMN access interface (3GPP or non-3GPP). The MT is realized as a single functional entity
From the above definition it is clear that MT can operate both in the 3GPP and non-3GPP access (WLAN, IWLAN and so on). Thus, this contribution adds clarification to the meaning of fixed and mobile terminals in section
2
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***
BEGIN CHANGES
***

11
Conclusions and recommendations

For fixed terminals, current trends and interop events shows that support of ICE/STUN etc. are becoming commonly supported. Furthermore WebRTC mandates usage of ICE/STUN. The conclusion is therefore that for fixed terminals, it is more likely that these would adopt minor addition to ICE/STUN procedures (with support of HTTP CONNECT), than a new tunneling protocol.

For mobile or dual mode terminals, iFIRE and SMURF are largely overlapping.  Most of the functionality in the ePDG is needed for SMURF, but currently the ePDG does not support the use of TCP based tunneling. To meet early RCS deployment needs, a solution for iFIRE (similar to the TSCF solution) which could run as a part of P-CSCF or ePDG is prioritized for specification over SMURF. This solution may prioritize a limited set of tunneling functionalities (for example, it will reuse the authentication mechanism at the IMS level), required for UE accessing IMS services through restrictive firewalls.   

The following is concluded:

· 
· The extensions (HTTP CONNECT and detection mechanism for determining firewall types and explicit mention of supporting TCP port 443) to STUN/TURN/ICE shall be standardized.

· 
· The tunnelling interface for the SMURF solution shall be terminated by a functional entity offering some of the functionality currently offered by an ePDG (e.g. IP address allocation), but use TCP (setup with HTTP CONNECT), use port 80 and 443, and look like HTTP/HTTPS.  The interfaces of this tunnelling endpoint towards the core networks shall be identical, as far as possible, to the current interfaces between an ePDG and the core network for SMURF. In order to meet early RCS deployment needs, the subset of SMURF functionality required for UE accessing IMS services through restrictive firewalls (e.g., IP allocation) is prioritized for specification.
Editor’s Note: Other solutions or extension to existing traversal mechanisms should be considered in the future
***
END OF CHANGES
***
