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Abstract of the contribution: This document provides proposed text for « Conclusions and Recommendations”
******************************START OF CHANGES******************************

11
Conclusions and recommendations

For fixed terminals, current trends and interop events shows that support of ICE/STUN etc. are becoming commonly supported. Furthermore WebRTC mandates usage of ICE/STUN. The conclusion is therefore that for fixed terminals, it is more likely that these would adopt minor addition to ICE/STUN procedures (with support of HTTP CONNECT), than a new tunneling protocol.

For mobile or dual mode terminals, iFIRE and SMURF are largely overlapping.  Most of the functionality in the ePDG is needed for SMURF, but currently the ePDG does not support the use of TCP based tunneling. To meet early RCS deployment needs, a solution for iFIRE (similar to the TSCF solution) which could run as a part of P-CSCF or ePDG is prioritized for specification over SMURF. This solution may prioritize a limited set of tunneling functionalities (for example, it will reuse the authentication mechanism at the IMS level), required for UE accessing IMS services through restrictive firewalls.   

The following is concluded:

· For fixed terminals:

·  The extensions (HTTP CONNECT and detection mechanism for determining firewall types and explicit mention of supporting TCP port 443) to STUN/TURN/ICE shall be standardized.

· For mobile terminals:

·  The tunnelling interface for the SMURF solution shall be terminated by a functional entity offering some of the functionality currently offered by an ePDG (e.g. IP address allocation), but use TCP (setup with HTTP CONNECT), use port 80 and 443, and look like HTTP/HTTPS.  The interfaces of this tunnelling endpoint towards the core networks shall be identical, as far as possible, to the current interfaces between an ePDG and the core network for SMURF. In order to meet early RCS deployment needs, the subset of SMURF functionality required for UE accessing IMS services through restrictive firewalls (e.g., IP allocation) is prioritized for specification.

Editor’s Note: Other solutions or extension to existing traversal mechanisms should be considered in the future
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