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Abstract of the contribution: This document proposes content for section 4.1.3 of SECAM TR, in which considerations for location of nodes or functions are supposed to be discussed.
1. Introduction
In this document we propose text for inclusion in section 4.1.3 of TR, based on the discussion in S3-130037. 
********************** 1st CHANGE ***************************
4.1.3
Location of functions and nodes
Editor's Note: This clause shall discuss aspects related to the trust/security related to the location of the network products.
For non-exposed nodes or functions, the methodology study shall not assume the security environment being dependent on the type of node or on its location. In reality, the exact security environment may or may not vary, dependent on location, as well as it may vary in its details between operators. However the exact threat scenario for each node in the 3GPP system may also differ. To sum up all possible differentiation aspects would become an intractable task, if playing with the full range of threat or location parameters. Instead, robustness against some uncertainty and variability in the environment shall prevail. A single, common baseline of environmental network security shall be assumed for all non-exposed locations, nodes, or functions.
**********************END OF 1st CHANGE***************************

