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1. Discussion 
Application Port ID was introduced in TS23.682. The Application Port ID can have different value for different applications. With the reception of a device trigger request from SCS that includes an Application Port ID the UE shall route the trigger internally to the appropriate triggering function. 
In 5.1.4 of TR33.868 the solution of device triggering enhancement it requires “The 3GPP network should keep a list of MTC servers authorized to send trigger to a given UE and the type of trigger the MTC server is authorized to send. The list should contain identity of the UE, MTC server identity and the related allowed triggering.” 
The type of trigger can be identified through the Application Port ID.
2. Proposal 

We propose SA3 to agree the pCR below to TR33.868.
---------------------------------pCR-----------------------------------------------------
5.1.4
Solutions
Editor's Note: This section is intended to describe solutions which fulfil the security requirements for the key issue. 

The 3GPP network should keep a list of SCS/MTC servers authorized to send trigger to a given UE and the type of trigger the SCS/MTC server is authorized to send. The list should contain identity of the UE, SCS identity/MTC server identity and the allowed Application Port IDs. This way, for each trigger, the 3GPP network can verify if the SCS/MTC server is allowed to send trigger and whether the trigger is authorized. Clause 5.1.3 describes how authorization is performed at different interfaces.
Editor's note: 
Mapping of the device to the device classes is FFS.
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